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PREPARATORY QUESTIONNAIRE
FOR THE EIGHTH MEETING OF THE WORKING GROUP ON CYBER-CRIME

INTRODUCTION

The object of this questionnaire is to collect useful information for the purposes of the Eighth
Meeting of the Working Group on Cyber-Crime, which will take place in early 2014, with regard to
the recommendations that have been put forward at previous meetings and that been adopted in the
framework of the process of Meetings of Ministers of Justice or other Ministers or Attorneys General
of the Americas (REMJA), which are in accordance therewith.

To that end, the questionnaire is divided into five thematic areas: (I) Legislation; (II) International
Cooperation; (III) Specialized Units and National Efforts; (IV) Results of Cyber-Crime Investigations
and Prosecutions; and (V) Training.

Bearing the foregoing in mind, kindly submit the response of your State to this questionnaire by e-
mail (LegalCooperation@oas.org) or fax (+ (202) 458-3598) to the OAS General Secretariat
(Department of Legal Cooperation, Secretariat for Legal Affairs) by Tuesday, December 10, 2013.

Please use any extra space that might be required for each response, or attach additional pages, as
necessary.

I. LEGISLATION
A. SUBSTANTIVE LEGISLATION:

1.1. Has your country criminalized the following types of cyber-crime?

a) lllegal access Yes (‘{ No( )
b) Illegal interception Yes ( No( )
¢) Data interference Yes (‘/{ No( )
d) System interference Yes (1/{ No( )
e) Misuse of devices Yes (l/{ No( )
f) Computer-related forgery Yes (K No( )
g) Computer-related fraud Yes )/ No ()
h) Child pornography Yes (/No ()
i) Offences related to infringements of copyright and related rights  Yes (¢)/'No ( )
j) Other offences (please list): Yes (1/{ No( )

If you answered yes to any of the foregoing, case | list and enclose a copy, preferably
electronic, of those laws: SCanneh QO(R‘ 1 05 C. ¢ §CCTION§
1030 mu) 1037 AT AWED,




1.2.

Has your country implemented legislation which:

a)  Criminalizes the attempted commission of any of the above-noted types of cyber-
crime? Yes 96 No ()

If so, please list and enclose a copy, prefer?blg electronic, of those laws:
-]
=7

SEEi 1g O.S.C-,l,secmoq 030

b)  Criminalizes aiding and abetting in the commission of any of the above-noted types
of cyber-crime? Yes %}No )

If so, please list and enclose  a copy, preferably electronic, of those <1a s:
SEE_ATIACHED ol JF 18 USC. Section 2.(a)

c) Contemplates the possibility of corporate responsibility for cyber-crimes, i.e.,
legislation wherein legal persons can be held responsible for criminal offenses
related to cyber-crime? Yes ( ) No QQ

If so, please list and enclose a copy, preferably electronic, of those laws:
HoweyER, CORPORATE CRWAINAL RESPONSIRILLTY EHSTS/HAS

DEVELOPEY MOSTLY THROUGH CASE LAW (SEE, RETWINKNG
CoRPORATE CRIMINAL muur*//, g2 1D .L-1. 41| (2007)).

B. PROCEDURAL LEGISLATION:

1.3.

1.4,

If your country does not have a cyber-crime law that criminalizes any of the above
conduct, are there currently any efforts to enact such laws: Yes( ) No ( )

If so, please describe those efforts:

Does the legislation of your country allow criminal investigators to compel Internet Service
Providers to preserve electronic evidence without the need for a court order?

Yes (ﬁNo( )

If so, kindly provide a brief description of the provisions and/or other measures in place in
that regard, together with a copy, preferably electronic, thereof: | USs.C. ,

QECTION 2703(8): ") sémcg ROVIDER, UPON "THe REQUEST
oF A GOVERMENT ENTiry, SHALL TAKE ALL NECESSARY] STEPY To
TRESERVE RECORDS...PENDING THE (5SUANCE OF N COURY ORDER .




1.5. Has your country adopted legislation or other necessary measures whereby its competent
authorities can:

a) Seize, confiscate, or attach computer systems or computer-data
storage media? Yes (V{ No( )

b) Copy and keep the computer data accessed? Yes (;)f No( )

If so, kindly provide a brief description of the provisions and/or other measures in place
together with a copy, preferably, electronic, thereof: SEizuRe AUTUORATEY By
LEGISWLATION ( ROLE HU ) IMAGING AUTHORIZEY BY CASE LAW | SEE
UNTEY STATES V. VILAR 2007 WL 167504 ({5 .D-NY. APR. 4’,‘20075)‘

1
II.  INTERNATIONAL COOPERATION

2.1. Has your country joined the G8 24/7 High Tech Crime Network? Yes (\/( No( )
If not, has your country taken any steps to join it? Yes () No( ) Do NotKnow ( )

If so, please describe those steps:

2.2. Do the laws of your country allow for the processing of requests for mutual assistance from
other states for the purpose of obtaining evidence in electronic form?

Yes (V) No( ) DoNot Know ( )

If so, kindly provide a brief description of the provisions and/or other measures in place in
that regard, together with a copy,, preferably elgctronic, thereof:

\EUSL SecTion 271 (3)(n) m‘H P ... ACTING on A REQUEST
FOR _FOREIGN RSS\WSTANCE Y~ 7

2.3. Has your government presented or received requests for mutual assistance for the
investigation or prosecution of cyber-crimes or for the purpose of obtaining evidence in
electronic form and taking other steps ngeessary to facilitate the investigation or
prosecution of cyber-crimes? Yes ) No( ) Do NotKnow ( )

If so, please indicate the number of requests presented and/or received and the status of

those requests: COUNTLESS ReQUEST MA ‘)E ANY RGCG\\/C’}) .

III. SPECIALIZED UNITS & NATIONAL EFFORTS

3.1. Is there a specialized unit or agency in your countrySpecifically charged with the
investigation of cyber-crimes? (police authority) Yes (¢) No ( )

If so, please supply the following information:



- Name of the unit or agency: SEC ReT QGR\’ \CE /FET, /‘CC’ /PosTﬂ L SERVICE
- Institution to which it reports: / [ /
- Internet address of the unit or agency:
- Contact information:
o Name of contact;
o Address:
o Telephone(s): Fax:
o E-mail address:

3.2. Is there a specialized unit or agency in your country spegifically assigned the responsibility
of prosecuting cyber-crimes? Yes (v) No( )

If so, please supply the following information:

2 -

- Name of the unit or agency: COH?U TeR CR\T’\C'é INTELLECTOAL \RW\( C,.c CTioM)
- Institution to which it reports: U.$.DEPT. N0STWCE
- Internet address of the unit or agency:
- Contact information:

o Name of contact: BE“ \‘ QWNE

o Address: \NASHINGTON DL,

o Telephone(s): (202 Y514 ~1020 Fax: (202)514 G113

o E-mail address: BET[Y. SHAWE @ UsDON. Goy

3.3. Has your country established any Internet pages to provide citizens with information on
how to avoid falling prey to cybercrimes and on how to detect and report such crimes to
competent authorities when they do occur?

Yes (4/)No( )

If so, kindly provide the respective Internet address/es of the page/s, as well as a brie
description of the website/s: WL, LosT ICE, GOV /CRIMINAL /CIBERCRIME
DOCOMENTS . htML : /

3.4. Has your country implemented any probity or awareness-raising programs on the dangers
of cyber-crime, or produced manuals or guides to orient and alert the public on the dangers
of cyber-crime and how to avoid becoming a victim thereof:

Yes(7<) No( )

If so, kindly provide a brief description of those programs, manuals, or/ guides:

PARRY SOoREES AVALARLE INCLODING : WWW ., EdvL . GOV
' ABOUT=US/InEsTGRTE /OYRER 7

IV. RESULTS OF CYBERCRIME INVESTIGATIONS AND PROSECUTIONS

4.1. Please indicate the number of investigations that your country has carried out with respect
to each of the following cyber-crime offenses or conduct, from January, 2012 to the
present:



4.2.

4.3,

4.4.

Illegal access

Illegal interception

Data interference

System interference

Misuse of devices
Computer-related forgery
Computer-related fraud

Child pornography

Offences related to infringements
of copyright and related rights

Number of investigations:
Number of investigations:
Number of investigations:
Number of investigations:
Number of investigations:
Number of investigations:
Number of investigations:
Number of investigations:

Number of investigations:

If your country has criminalized any of the cyber-crime offenses referred to in question 1.1,
above, please indicate the number of prosecutions that your country has carried out with
respect to each of the corresponding cyber-crime offenses, from January, 2012 to the
present, as well as the number of cases that resulted in a conviction:

a)
b)
c)
d)
e)
f)
g)
h)
i)

Child pornography

Illegal access Cases prosecuted:

1llegal interception

Data interference

System interference
Misuse of devices
Computer-related forgery
Computer-related fraud

Offences related to infringements

of copyright and related rights Cases prosecuted:

Convictions

Cases prosecuted: ~ Convictions
Cases prosecuted: __ Convictions
Cases prosecuted:  Convictions
Cases prosecuted: ~ Convictions
Cases prosecuted: _ Convictions
Cases prosecuted: __ Convictions
Cases prosecuted: _ Convictions
__ Convictions

0y

Have you encountered any difficulties with respect to the investigation and/or prosecution
of the above offenses? Yes( ) No( )

If so, please provide a detailed and specific description of the type of difficulties that have
been encountered:

Are there any areas related to the fight against cyber-crime in which your country could
benefit from technical cooperation provided by other Member States? Yes( ) No( )

If so, please provide a detailed and specific description of the type of technical cooperation

that

would be of

benefit to your

country:

G
U
NTLESS

N
LE
%



V. TRAINING

5.1.

5.2,

5.3.

Does your country provide training to I;ayen/forcement personnel on cyber-crimes and the
collection of electronic evidence? Yes (¢*") No( ) :

If so, please provide a brief description on the type of training and number of personnel
trained: A NUMBER OF FEDERAL AHY STATE LAW ENFORCEMENT
AGENCIES OFPER TRAINMNG FOR THEIR STAPF

Does your country provide tgadning to prosecutors on cyber-crimes and the collection of
electronic evidence? Yes () No( )

If so, please provide a brief descriEtion on the type of training and llur_l_lber of personnel
trained: US$. DEPT. OF JusTICE C‘f\}(‘@-%&\ﬂféa INTEWECTUAL HOPX

SECTIO0t oF PER COURSES Ml FEDERAL & STATE TROSECUTORS

Does your country provide fraining to judges on cyber-crimes and the collection of
electronic evidence? Yes (¢/J No ( )

If so, please provide a brief description on the type of training and number of personnel
trained: ‘

INFORMATION ON THE OFFICIAL RESPONSIBLE FOR COMPLETION OF THIS

QUESTIONNAIRE

Please provide the following information:

(a) State:

Onirey States

(b) The official to be consulted éeiardin the responses to the questionnaire is:
ALES

( YMr.:

O0LFO O

() Ms.:

Title/position:  SENIOR THIAL QTTO(ZQC-;YI
Agency/office: U.S. DEPT. \0STICE , CoHpoTell CRIME SBCT (OIJ

Address:

WAGH \N(,Toﬁ/. Ve,

Telephone number: (ZO'L‘> 505 ‘132 ]

Fax number:

E-mail address:  {ODY. OK mu?@ VSHON. Gov

MJO0585E01
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