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TECHNICAL NOTEBOOK[footnoteRef:1] [1:  PCC.I/RES. 142 (XV-01)] 



A Technical Notebook provides a formalised means of maintaining a file of a project’s technical information that will be available to the telecommunications industry in the Member States.

CITEL uses Technical Notebooks when:

Publishing technical information for network characterizations or service functionality for new or existing services.
Describing/reporting the status of a study project for the current or future use of a Working Group.
Publicizing findings of a study, review or survey.
Documenting procedures, inter-working or interconnection issues which would benefit the industry but which are not adaptable or practical as a Coordinated Standard Document (CSD).
Documenting standards, completed or in progress, for new or existing services, which may be considered for future development into a CSD in accordance with the approval procedures of the Technology Working Group.

The members of CITEL have not approved the contents of this document.
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Information and Communication Technology (ICT)
Standards Overview

[bookmark: _Toc144545908]Summary
[bookmark: _Hlk83044367]Standards and conformance to standards are the fundamental bases for interoperability and widespread deployment of network services and applications.  The value of the standardization process is the continued evolution toward converged networks with the intent to ensure interoperability of network equipment, networks, and services.  CITEL PCC.I’s mandates for standards coordination include the studying of global standards development activities and the conformance of products and network deployments to ICT standards.  The rapid pace of technology development and the desire to promote innovation and to responsively address user needs have led to PCC.I’s focus on standards deployment.

Since CITEL does not produce standards, the purpose of this Technical Notebook and the purpose of CITEL’s standards coordination effort is to raise awareness of global standards development and interoperability activities for new technologies that best serve the current and future needs of users throughout the Americas Region.  Over the past 15 years, more than 20 standards have been identified and approved by Resolution for ‘endorsement’ – a classification that denotes standards acceptability and maturity and encourages deployment within the Region’s networks.

This “Information and Communication Technologies – Standards Overview” Technical Notebook identifies ICT-related standards that the Working Group on Deployment of Technologies and Services is studying - including architectures, service capabilities, relevant protocols, network security and innovative technologies.  As relevant contributions are submitted and discussed by the Working Group, new material will be added and updated.
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ICT STANDARDS
Information and Communication Technology (ICT) refers to the potential applications and services made possible by the convergence of computer, information, telecommunication (wireline and wireless) networks.   ICT is an umbrella term that includes various communication devices, encompassing radio, television, cell phones, computer and network hardware, and satellite systems (among others), as well as the various supported services and applications such as home networking, video conferencing, distance learning, Cloud Computing, Internet of Things (IoT), and Machine-to-Machine (M2M) communication (among others).

ICT network development was first implemented via Next Generation Network (NGN) technology. The NGN is a converged solution enabling network management and services among legacy and IP neworks. The NGN supports voice, Internet services and future services which are being and will be developed with flexible and cost effective manners and with high dependability and high security. It also supports third-party applications through the open interface. NGN also provides more flexible access arrangements such as fixed-mobile convergence (FMC) with generalized mobility, and horizontal and vertical roaming as well as improved security. 

[bookmark: _Toc133460470]NGN ARCHITECTURE
Next Generation Networks (NGN) are converged voice/data multi-service networks that operate in a multi-vendor environment. NGNs require an architecture that provides seamless integration of both new and traditional telecommunications services across high-speed packet networks, interworking among clients of heterogeneous capabilities. This architecture is usually structured around four major layers of technology. The core connectivity layer includes routing and switching, network and access gateways. The access and customer-premises equipment (CPE) layer includes the various technologies used to reach customers. The application server layer contains enhanced services and value-added applications.  The management layer provides network services and business management functions. Each of these layers is supported by a number of standards that are key to the successful implementation of an NGN. An emerging vision of an NGN, which is based on a wireless and wireline networks converged paradigm, is being actively developed by the ITU-T.      
The architecture and implementation of the Next Generation Network (NGN) must be based on open, standard-based interfaces and protocols. This is essential to achieve multi-vendor interworking and to accelerate the rate on innovation. It is also well accepted that the NGN must also be based on a distributed architecture that helps greatly to reduce the implementation costs while giving flexibility in the actual deployment. The ITU-T Recommendation Y.2001, “General Overview of NGN”, Dec. 2004, provides a definition of an NGN.
The NGN must be able to support highly customizable services that are easily and rapidly created as well as deployed economically throughout the network.  While it is important to enable new services, it is also critical to preserve the existing services provided by the legacy network.
NGN and the Internet
The phrase “Next Generation Network” (NGN) has both a generic and specific meaning.  Generically, it is used to refer to “some future version of networking”, while specifically it refers to work described in ITU-T Recommendation Y.2001. When not used precisely, an impression is built that “the NGN” is intended to supplant “the Internet”.  According to ITU-T Recommendation Y.2001, a Next Generation Network (NGN) is a packet-based network that separates services from underlying transport. This allows providers to develop and deploy new services without changing the underlying network hardware, in ways that are not possible with traditional circuit-switched networks. NGN-based networks provide Voice over IP (VoIP) on the packet-based network, rather than maintaining a separate voice network switching infrastructure.
A focused definition of the Internet is that it is a global network of networks, consisting of millions of participating commercial, academic, public, and government networks using packet-switching technology based on the Internet Protocol (IP). As a network, it provides mechanisms for routing packets from one endpoint to another endpoint anywhere in the global network. It is defined independently of the underlying transmission layer and the applications and services that are defined to use it.

Internet protocol specifications, including IP and MPLS, are developed and maintained by the Internet Engineering Task Force (IETF – http://www.ietf.org).   Therefore, no choice is required between the Internet and the NGN.   The NGN represents one, but not the only, set of applications and services that can be supported.

[Ref: P1!T-1779_i.doc; 2009-09]
[bookmark: _Toc522868094][bookmark: _Toc522868095][bookmark: _Toc133460471]NGN Voice/Data Converged Architecture
Figure 1 describes an NGN architecture of a converged voice/data network that is generally consistent with the vision that most operators have. The architecture can be decomposed into several layers: Core connectivity, Access and Customer Premise Equipment (CPE), Services, and Management. 

[image: ]
Figure 1 - Next Generation Network Voice/Data Converged Architecture



Core Connectivity Layer
The core connectivity layer provides the general routing and switching of network traffic from one end of the network to the other.  It is based on packet technology, either ATM or IP, providing maximum flexibility.  The technology of choice will be dictated by business considerations, but service transparency and quality of service (QoS) have to be ensured in any case since quality disturbances such as delay, jitter and echo must not affect the customer traffic.
At the edge of the packet backbone are the gateways: their main role is to adapt the customer and control traffic to the NGN technology. The gateways interface either with other networks, in which case they are called network gateways, or directly with end-user equipment, in which case they are called access gateways.  The gateways interwork with the Service layer components using open protocols to deliver existing and new services.
Access Layer
The access layer includes the various technologies used to reach customers. Access was usually limited in the past to copper lines or DS1/E1. We now see a proliferation of technologies that have emerged to address the need for higher bandwidth and to provide competitive carriers with a means to directly reach customers. Cable, xDSL and wireless are among the most promising solutions that are experiencing rapid growth and innovation. 
Customer Premise Equipment, either owned or leased, provides the adaptation between the operator’s network and the customer’s network or equipment. It can be a simple phone, but we see a progressive migration toward intelligent devices supporting both voice and data services.
Service Layer
This layer consists of the equipment that provides available services and applications to the network. Services will be available to the whole network, regardless of the user’s location. These services will be made as independent as possible from whatever access technology is used. The distributed nature of the NGN will make it possible to consolidate much of the equipment that delivers services in centrally located centers where greater efficiencies can be accomplished. In addition, it also makes it possible to distribute the services to the end users equipment rather than to the network.  The types of service that will be offered include all of the existing voice services and a range of data and other new multimedia services.
Management Layer
Key to minimizing the operation costs of running an NGN, the management layer provides the network, service and business management functions. It allows end-to-end service provisioning, monitoring, recovery and performance analysis required to run the network.

[bookmark: _Toc133460472]NGN Service Converged Architecture
While voice/data convergence has enabled new efficiencies, service convergence will enable service providers to deliver innovative new services to any device over any type of access network. Subscribers will define themselves by their network profile and presence rather than by their access line or their handset. At the heart of the converged network there will be a new services infrastructure known as the IP Multimedia Subsystem (IMS).  IMS is a product of extensive work done by 3GPP and 3GPP2 to describe core network aspects for mobility standards and is now being used as a basis for converged networks in the NGN standards development of the ITU-T.   Next Generation Networks will need to support a wide variety of access technologies and core services, and IMS is designed to satisfy this requirement.  As shown in Figure 2, the IP Multimedia Subsystem is one of several possible subsystems envisioned in the evolution of an NGN architecture [13].

[image: Diapositive2]

Figure 2 - NGN Subsystem Architecture, showing IMS

IMS enables network operators to offer multimedia services based on and built upon Internet applications, services and protocols.  Examples of IP multimedia applications include speech communication, real time multimedia applications, and virtual meeting/conferencing applications.   IMS enables IP multimedia sessions that support IP multimedia applications.  Application of IMS to converged networks necessitates access independence and interoperability.  In order to achieve access independence and ensure network interoperability, IMS is based on the widely accepted Internet standards of the Internet Engineering Task Force (IETF), Session Initiation Protocol (SIP) being one such example.  IMS is intended to serve as the core network support for the development and delivery of services.  IMS enables the convergence of, and access to, voice, video, messaging, data and web-based technologies for the end user.


Standards Definition Challenges
Standards Development Organizations (SDOs) face a number of challenges when specifying Next Generation Networks standards. Some of these are:
smooth/seamless inter-working between the IP-based network and the PSTN;
levels of service performance as currently offered by the legacy telephony infrastructure (e.g., call setup delays);
interoperability across multiple administrative domains taking into account different signaling protocols;
scalability to support very large number of customers;
simplicity; and 
the ability to support new services.

It should be kept in mind that many of the standards used for NGN interfaces and applications are evolving/changing rapidly.
[Ref: P1!T-1796_i.doc; 2009-09]

[bookmark: _Toc242265343][bookmark: _Toc242265592][bookmark: _Toc242267133][bookmark: _Toc133460473]NGN SERVICE CAPABILITIES
[bookmark: _Toc133460474]ITU-T NGN Service Architecture
The ITU-T NGN service architecture supports the Application Network Interface: 
 Provides an abstraction of network capabilities (i.e., the interface is network agnostic).
 Provides access to such functions as authentication, authorization, and security to ensure that third-party service providers can make use of network capabilities. 



Figure 6 - NGN Architecture Overview  
[Source: ITU-T Rec Y.2012] 

Rec. Y.2201 (NGN Requirements and capabilities for ITU-T NGN) supports Service Creation Environments as defined by Parlay/Parlay X, OMA, IMS, and IN
Rec. Y.2234 (Open service environment capabilities for NGN) defines the interface between the network resources and 3rd party applications.  The OMA Service Environment (OSE), Parlay/OSA APIs, Parlay X Web Service APIs, OASIS, OMG, and W3C and are referenced as resources for developing Rec Y.2234.
Rec. Y.2232 (NGN convergence model and scenario using web services) defines a Web Services deployment model and Web Services based convergence service scenarios for NGN 

The NGN service architecture supports the Application Network Interface: 
 Web Services is one of the appropriate solutions for service access.
Use of Web Services is expanding rapidly as the need for application-to-application communication and interoperability grows.
In order for an application to take advantage of web services, three behaviours must take place: the publication of service descriptions, the finding and retrieval of service descriptions, and the binding or invoking of services based on the service description. These behaviours can occur singly or iteratively, with any cardinality between the roles. In detail, these operations are:
OI 	execution (binding or invoking) of services based on the service description
OF 	finding and retrieval of service descriptions
OP 	publication of service descriptions
[Ref: P1!T-2021_i.doc; 2010-10]
[Ref: P1!T-1278_i.doc; 2008-03]

[bookmark: _Toc133460475]NETWORK TRANSPORT/ACCESS TECHNOLOGIES and HOME NETWORKS
[bookmark: _Toc133460476][bookmark: _Hlk100226220]ITU-T Standardization
Networks, technologies and infrastructures for transport, access and home
ITU-T SG15 is the lead study group on:
Access Network Transport
Home Networking
Optical Technology

A Study Group 15 Meeting was held September 19-30, 2022 in Geneva.

Highlighted Standardization Activities
​Access Network Transport (ANT)
Home Network Transport (HNT)
Passive Optical Networks (PON) 
Test methods for optical fiber and cables
Time and frequency synchronization - requirements and solutions
Optical fiber, cable and components for space division multiplexing transmission
25Gb/s and 100Gb/s OTN application code
800 Gb/s interfaces

Recommendations Approved
	ITU-T Rec,
	N=new
R=rev.
	Title

	G.9901 Amd.1
	N
	Narrowband orthogonal frequency division multiplexing power line communication transceivers – Power spectral density specification



Recommendations Consented
	[bookmark: _Hlk129785266]ITU-T Rec,
	N=new
R=rev.
	Title

	G.9903 Amd.2
	N
	Narrowband orthogonal frequency division multiplexing power line communication transceivers for G3-PLC networks

	G.9903 Cor.1
	N
	Narrowband orthogonal frequency division multiplexing power line communication transceivers for G3-PLC networks

	G.9901 Cor.1
	N
	Narrowband orthogonal frequency division multiplexing power line communication transceivers – Power spectral density specification

	G.9802.1 Amd.1
	N
	Wavelength division multiplexed passive optical networks (WDM PON): General requirements

	G.997.2 Cor.2
	N
	Physical layer management for G.fast transceivers

	G.997.3 Cor.1
	N
	Physical layer management for MGfast transceivers

	G.9711 Cor.1
	N
	Multi-gigabit fast access to subscriber terminals (MGfast) – Physical layer specification

	G.9804.2 Amd1
	N
	Higher Speed Passive Optical Networks-Common Transmission Convergence Layer

	G.987.2
	R
	10-Gigabit-capable passive optical networks (XG-PON): Physical media dependent (PMD) layer

	G.9807.1
	R
	10-Gigabit-capable symmetric passive optical network (XGS-PON)

	G.988
	R
	ONU management and control interface (OMCI)

	G.9701 Cor.3
	N
	Fast access to subscriber terminals (G.fast) – Physical layer specification

	G.9804.3 Amd.1
	N
	50-Gigabit-capable passive optical networks (50G-PON): Physical media dependent (PMD) layer specification

	G.9962 Amd.2
	N
	Unified high-speed wire-line based home networking transceivers – Management

	L.109.1
(ex L.oehc)
	N
	Type II optical/electrical hybrid cables for access points and other terminal equipment

	L.210
(ex L.ncip)
	N
	Requirements for passive optical nodes: optical wall outlets and extender boxes

	G.8121.1/Y.1381.1 Cor.1
	N
	Characteristics of MPLS-TP equipment functional blocks supporting ITU-T G.8113.1/Y.1372.1 OAM mechanisms - Corrigendum 1

	G.8121.2/Y.1381.2 Cor.1
	N
	Characteristics of MPLS-TP equipment functional blocks supporting ITU-T G.8113.2/Y.1372.2 OAM mechanisms - Corrigendum 1

	G.709 Cor.2
	N
	Interfaces for the optical transport network - Corrigendum 2

	G.709.1 Amd.3
	N
	Flexible OTN short-reach interfaces – Amendment 3

	G.709.3 Amd.1
	N
	Flexible OTN long reach interfaces – Amendment 1

	G.806 Amd.1
	N
	Characteristics of transport equipment - Description methodology and generic functionality - Amendment 1

	G.8321 (ex 
G.mtn-eqpt)
	N
	Characteristics of MTN equipment functional blocks

	G.7703 Amd.1
	N
	Architecture for the automatically switched optical network – Amendment 1

	G.781 Amd.1
	N
	Synchronization layer functions for frequency synchronization based on the physical layer - Amendment 1

	G.781.1 Amd.1
	N
	Synchronization Layer Functions for packet-based networks - Amendment 1

	G.8251
	R
	The control of jitter and wander within the optical transport network (OTN)

	G.8260
	R
	Definitions and terminology for synchronization in packet networks

	G.8262.1/Y.1362.1
	R
	Timing characteristics of enhanced synchronous equipment slave clock

	G.8265.1
	R
	Precision time protocol telecom profile for frequency synchronization

	G.8271.1/Y.1366.1
	R
	Network limits for time synchronization in Packet networks with full timing support from the network

	G.8271.2/Y.1366.2 Amd.1
	N
	Network limits for time synchronization in packet networks with partial timing support from the network - Amendment 1

	G.8272/Y.1367 Amd.2*
	N
	Timing characteristics of primary reference time clocks - Amendment 2

	G.8273.2/Y.1368.2 (2020) Amd.2
	N
	Timing characteristics of telecom boundary clocks and telecom time slave clocks for use with full timing support from the network - Amendment 2

	G.8273.4/Y.1368.4 Amd.2
	N
	Timing characteristics of partial timing support telecom boundary clocks and telecom time slave clocks for use with partial timing support from the network – Amendment 2 

	G.8275/Y.1369 (2020) Amd.3
	N
	Architecture and requirements for packet-based time and phase distribution - Amendment 3

	G.8275.1/Y.1369.1
	R
	Precision time protocol telecom profile for phase/time synchronization with full timing support from the network

	G.8275.2/Y.1369.2
	R
	Precision time protocol telecom profile for phase/time synchronization with partial timing support from the network

	G.7710/Y.1701 Amd.1
	N
	Common equipment management function requirements: Amendment 1

	G.7716
	R
	Architecture of management and control operations

	G.7718 Amd.1
	N
	Framework for the management of management-control components and functions - Amendment 1

	G.7721 Amd.1
	N
	Management requirement and information model for synchronization 

	G.8052.1/Y.1346.1 Amd.1
	N
	Operation, administration, maintenance (OAM) Management Information and Data Models for the Ethernet-Transport Network Element -Amendment 1

	G.8152.1/Y.1375.1 Amd.1*
	N
	Operation, administration, maintenance (OAM) management information and data models for the MPLS-TP network element - Amendment 1

	G.8152.2/Y.1375.2 Amd.1*
	N
	 Resilience information/data models for the MPLS-TP network element - Amendment 1

	G.8350 (ex G.mtn-mgmt)
	N
	Management and Control for metro transport network

	G.874 Amd.1
	N
	Management aspects of optical transport network elements - Amendment 1



Texts Approved
	Doc. #/ Ref.
	N=new
R=rev.​
	Title

	G Suppl. 45
	R
	Optical access systems power conservation

	G Suppl. 78 (ex. G.supFTTR4B)
	N
	Use case and Requirements of Fibre-to-The-Room for Small Business Applications (FTTR4B)

	GSTP-OPHN
	N
	Operation of G.hn technology over access and in-premises phone line medium

	GSTR-SDM (ex. TR.sdm)
	N
	Optical Fibre, Cable, and Components for Space Division Multiplexing Transmission

	LSTP-GLSR
	R
	Guide on the use of ITU-T L-series Recommendations related to optical technologies for outside plant

	G.Imp8013
	N
	Operations, administration and maintenance (OAM) functions and mechanisms for Ethernet-based networks - Implementer's Guide

	G.Imp8021
	N
	Characteristics of Ethernet transport network equipment functional blocks - Implementer's Guide

	G.Imp8121
	N
	Characteristics of MPLS-TP equipment functional blocks - Implementer's Guide

	G Suppl. 58
	R
	Optical transport network module framer interfaces



 [Ref: PCCI-2023-42-5327]



The full list of approved ITU-T Study Group 15 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=17&status=0&sg=15

[bookmark: _Toc133460477]PROTOCOLS, TESTING and COMBATING COUNTERFEITING
Signalling requirements, protocols, test specifications and combating counterfeit telecommunication and ICT devices

[bookmark: _Toc133460478]ITU-T Standardization
ITU-T SG11 is the lead study group on:
Signalling and protocols
Establishing test specifications, conformance and interoperability testing for all types of networks, technologies and services that are the subject of study and standardization by all ITU-T study groups
Combating counterfeiting of ICT devices
Combating the use of stolen ICT devices

[bookmark: _Hlk98751759]
A Study Group 11 Meeting was held July 6-15, 2022 in Geneva.

Recommendations Consented
	Draft new/revised Rec. No.
	Title

	ITU-T Q.3062
(ex Q.Pro-Trust)
	Signalling procedures and protocols for enabling interconnection between trustable network entities in support of existing and emerging networks

	ITU-T Q.3063
(ex Q.CIDA)

	Signalling procedures of calling line identification authentication

	ITU-T Q.3406
(ex Q.telemetry-VBNS)
	Signalling requirements for telemetry of virtual broadband network services

	ITU-T Q.3721
(ex Q.BNG-P4switch)
	Procedures for Programming Protocol-Independent Packet Processors(p4) Switch-based vBNG

	ITU-T Q.5025
(ex Q.PMUPF)
	Protocol for managing User Plane function in IMT-2020 network

	ITU-T Q.4069
(ex Q.GDC-IoT-test)
	Testing requirements and procedures for Internet of Things based green data centres​



New Work Items
	Work item
(Draft Recs)
	​Title​

	​Q.SASO
	Signalling architecture of service orchestration for computing and network convergence​

	Q.CSO
	Signalling requirements for cross-domain service orchestration of the computing and network convergence​

	Q.BNG-CA​
	Signalling requirements of virtual Broadband Network Gateway for cloud access​

	Q.BNG-PUP
	Signalling requirements for cloud-based control plane and pooled user plane of vBNG (Broadband Network Gateway)

	Q.PDN
	Signalling and Protocol for distributed core network in future network

	Q.PEC​​
	​Signalling Requirements and Protocols for enhanced quality assured connections in IMT-2020 network and beyond

	Q.IEC-SAINF
	Data management interfaces for intelligent edge computing-based smart agriculture service

	Q.IEC-EEMA
	Signalling requirements and interfaces of edge-aided energy management agent at intelligent edge computing

	Q.HP2P-fvsigreq​
	Hybrid P2P communications: signalling requirements for feature-based video services​​

	Q.RI_PISRM​
	Requirements and reference model of resource integration and protocol independent method for source routing measurements​

	Q.CNCP​
	Set of parameters for monitoring computing and network convergence​

	Q.TR.MPLRA​
	​Technical report on requirements and architecture for monitoring packet loss caused by network congestion

	​Q.Scvh-iopt
	Interoperability testing between SDN and hypervisor based computing virtualization​

	​Q.CEIR
	Technical requirement, interfaces and generic functions of CEIR​

	Q.CCF-CCSD​
	Consumer centric framework for combating counterfeit and stolen ICT mobile devices​

	Q.FW-IVV5G​
	Framework for interconnection testing of Voice, Video over 5G​

	Q.VoiNR-test​
	VoNR/ViNR interconnection testing for interworking and roaming scenarios​



 [Ref: PCCI-2023-42-5327]


A virtual Study Group 11 Meeting was held in December 2021.

Recommendations Consented
	Draft new/revised
Rec. No.
	Title

	ITU-T Q.3631
(ex Q.ISDN-SIP)
	Interworking between ISDN and the IP Multimedia (IM) Core Network (CN) subsystem

	ITU-T Q.3646
(ex Q.VoLTE-SAO-FP)
	Framework and protocols for signalling network analyses and optimization in VoLTE

	​​ITU-T Q.3061 
(ex Q.SFPtr)
	​​Signalling requirements for service function paths load balancing traceroute in service function chaining

	ITU-T Q.5024
(ex Q.IMT2020-PIAS)​
	​Protocol for providing intelligent analysis services in IMT-2020 network

	​ITU-T Q.5003 
(ex Q.FMEC-SRA)
	Signalling requirement and architecture for federated multi-access edge computing​

	ITU-T Q.4102
(ex Q.HP2P-pp)
	Hybrid peer-to-peer (P2P) communications: Peer protocol​

	ITU-T Q.4103
(ex Q.HP2P-omp)
	​Hybrid peer-to-peer (P2P) communications: Overlay management protocol



Supplements/Technical Reports Approved
	
	​Title​

	ITU-T Q.Suppl.75 (ex. Q.Sup.CFS-Use-Cases)
	 “Use Cases on the Combat of Counterfeit ICT and Stolen Mobile Devices”

	ITU-T QSTR-USSD (ex TR-USSD)
	 “Low resource requirement, quantum resistant, encryption of USSD messages for use in financial services”


​ [Ref: PCCI-2021-40-5177]
The full list of approved ITU-T Study Group 11 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=16&status=0&sg=11


[bookmark: _Toc133460479]BROADBAND CABLE and TV NETWORKS
[bookmark: _Hlk98625814]Audiovisual content transmission and integrated broadband cable networks

[bookmark: _Toc133460480]ITU-T Standardization
ITU-T SG 9 is the lead study group on:
Broadband cable networks
Audiovisual content delivery over cable networks
[bookmark: _Ref89856731]
A virtual Study Group 9 Meeting was held September 6-14, 2022.

Recommendations Consented (AAP)
	Rec 
	Status 
	Title 

	ITU-T J.1611 (ex. J.1611-rev) 
	Revised 
	Functional requirements for Smart Home Gateway 

	ITU-T J.224 (ex. J.224-rev) 
	Revised 
	Fifth-generation transmission systems for interactive cable television services – IP cable modems 

	ITU-T J.225 (ex. J.225-rev) 
	Revised 
	Fourth-generation transmission systems for interactive cable television services – IP cable modems 

	ITU-T J.1 (ex. J.1-rev) 
	Revised 
	Terms, definitions and acronyms for television and sound transmission and integrated broadband cable networks 



New Work Items
	Acronym 
	Publication 
	Status
	Title 

	J.cable-5G 
	Draft Rec. 
	New 
	Functional requirements for cable television services to use 5G radio system 

	J.cable-rf-to-ip 
	Draft Rec. 
	New 
	Requirements of cable television system for migration from RF to IP 

	J.HiNoC3-PHY 
	Draft Rec. 
	New 
	Physical layer specification for third-generation HiNoC 

	J.TR.WiFiTV 
	Technical Report 
	New 
	Secondary distribution of digital television and audiovisual content to portable devices using Wi-Fi 

	J.FSR-REQ 
	Draft Rec. 
	New 
	Factual subscriber-base reporting and protected content delivery in conditional access system - Requirements 

	TR-FSR 
	Technical Report 
	New 
	Technical report on factual subscriber-base reporting and protected content delivery in conditional access system 

	J.Sup11 (Rev) 
	Supplement 
	Revised 
	Guidelines for installing a digital television service for cable networks based on ITU-T Recommendations 

	J.1612 (Rev) 
	Draft Rec. 
	Revised 
	The Architecture for Smart Home Gateway” 

	J.FSPEC-DVCS 
	Draft Rec. 
	New 
	Functional Specification for IP-based Digital Video Convergence Service 

	J.HiNoC3-MAC 
	Draft Rec. 
	New 
	MAC layer specification for third-generation HiNoC 

	JSTR.STBN 
	Technical Report 
	New 
	The analysis of standards trends for scalable transmission in broadband network 

	J.mma-req 
	Draft Rec. 
	New 
	Requirements of microservice architecture for audio-visual media in the converged media cloud 

	J.mma-spec 
	Draft Rec. 
	New 
	Specification of microservice architecture for audio-visual media in the converged media cloud 

	J.1 (Rev) 
	Draft Rec. 
	Revised 
	Terms, definitions and acronyms for television and sound transmission and integrated broadband cable networks 

	JSTR.LCAP 
	Technical Report 
	New 
	Technical advances, challenges, and best practices in live captioning 



 [Ref: PCCI-2023-42-5327]
The full list of approved ITU-T Study Group 9 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=16&status=0&sg=9
[bookmark: _Toc133460481]MULTIMEDIA and RELATED DIGITAL TECHNOLOGIES
Multimedia and related digital technologies
[bookmark: _Toc133460482]ITU-T Standardization Activity
ITU-T SG16 is the lead study group on:
Multimedia technologies, applications, systems and services
IP-based television services and digital signage
Human factors and ICT accessibility for digital inclusion
Multimedia aspects of automotive-related intelligent services
Multimedia aspects of digital health
Digital culture
Multimedia aspects of distributed ledger technology (DLT) and its applications


A Study Group 16 Meeting was held 17-28 October 2022 in Geneva.

Highlighted Standardization Activities
Infrastructure for multimedia systems
Multimedia digital services and human aspects
Audiovisual technologies and intelligent immersive applications
Intelligent auditory systems and services 
Video and image coding standards: video compression, machine analysis of coded video content
Digital network echo cancellers
Use cases and requirements for ultra-high-definition teleconsulting system
Multimedia conferencing systems
Intelligent traffic sensing device deployment
Automated driving safety data protocol
Digital culture: Virtual AI restoration of cultural relics and artworks
Intelligent video surveillance
Civilian unmanned aerial vehicles

Recommendations Approved
	Rec. Number
	Title
	Status

	ITU-T F.749.16 (ex F.CUAV-LX)
	"Requirements for logistics express delivery based on civilian unmanned aerial vehicles"
	New

	ITU-T F.751.8
 (ex H.DLT-TFR)
	"Technical framework for DLT to cope with regulation"
	New



​Recommendations Consented
	Rec. Number
	Title
	Status

	ITU-T F.742.1 
(ex F.SCAI)
	"Requirements for smart class based on artificial intelligence"
	New

	ITU-T F.743.18 
(ex F.5GUHDC)
	"Requirements for IMT-2020 ultra-high definition surveillance camera"
	New

	ITU-T F.743.19 
(ex F.IVS-ISC)
	"Requirements for intelligent surveillance camera in intelligent video surveillance systems"
	New

	ITU-T F.743.22 
(ex F.ATVSReqs)
	"Requirements and architecture of algorithm training system for intelligent video surveillance
	New

	ITU-T F.746.14 
(ex F.CVR-RRF)
	"Requirements and reference framework for cloud virtual reality systems"
	New

	ITU-T F.746.15 
(ex F.SBNG)
	"Requirements for smart broadband network gateway in multimedia content transmission"
	New

	ITU-T F.746.16 
(ex F.AI-ILICSS)
	"Technical requirements and evaluation methods of intelligent levels of intelligent customer service systems"
	New

	ITU-T F.746.17 
(ex F.MPSReqs)
	"Requirements for media processing services"
	New

	ITU-T F.747.11 
(ex F.AI-ISD)
	"Requirements for intelligent surface-defect detection service in industrial production line"
	New

	ITU-T F.747.12 
(ex F.AI-MVSLWS)
	"Requirements for artificial intelligence based machine vision system in smart logistics warehouse"
	New

	ITU-T F.748.17 
(ex F.AICP-MD)
	"Technical specification for artificial intelligence cloud platform: AI model development"
	New

	ITU-T F.748.18 
(ex F.AI-DLEMT)
	"Metric and evaluation methods for AI-enabled multimedia application computing power benchmark"
	New

	ITU-T F.748.19 
(ex F.AI-FASD)
	"Framework for audio structuralizing based on deep neural network"
	New

	ITU-T F.748.20 
(ex F.AI-DMPC)
	"Technical framework for deep neural network model partition and collaborative execution"
	New

	ITU-T F.748.21 
(ex F.FDIS)
	"Requirements and framework for feature-based distributed intelligent systems"
	New

	ITU-T F.751.5 
(ex F.DLT-DMPG)
	"Requirements for distributed ledger technology-based power grid data management"
	New

	ITU-T F.751.6 
(ex H.DLT-PAM)
	"Performance assessment methods for distributed ledger technology platforms"
	New

	ITU-T F.751.7 
(ex H.DLT-FAM)
	"Functional assessment methods for distributed ledger technology platforms"
	New

	ITU-T F.760.1 
(ex F.EMRESCUE)
	"Requirements and reference framework for emergency rescue systems"
	New

	ITU-T F.780.3 
(ex F.TCUR-UHD)
	"Use cases and requirements for ultra-high-definition teleconsulting system"
	New

	ITU-T G.168 Cor.1
	"Digital network echo cancellers: Reference error corrections"
	New

	ITU-T H.222.0 | ISO/IEC 13818-1 (Ed.8) Cor.1
	"Information technology - Generic coding of moving pictures and associated audio information: Systems: Adding missing field compatibleProfileSetsPresent" 
	New

	ITU-T H.222.0 | ISO/IEC
13818-1 (Ed.8) Amd.1
	"Information technology - Generic coding of moving pictures and associated audio information: Systems: Carriage of LCEVC and other improvements"
	New

	ITU-T H.245v17 Cor.1
	"Control protocol for multimedia communication: ASN.1 error corrections"
	New

	ITU-T H.627.3 
(ex H.PIVSS)
	"Protocols for intelligent video surveillance systems"
	New

	ITU-T H.644.5
(ex H.MCDN-CRRS)
	"Functional architecture of content request routing service in MCDN"
	New

	ITU-T H.845.10
	"Conformance of ITU-T H.810 personal health system: Personal Health Devices interface Part 5J: Insulin pump"
	Rev.

	ITU-T T.807 | ISO/IEC 15444-8 Ed.2
	"Information technology - JPEG 2000 image coding system: Secure JPEG 2000" 
	Rev.

	ITU-T T.808 | ISO/IEC 15444-9 Ed.2
	"Information technology - JPEG 2000 image coding system: Interactivity tools, APIs and protocols" 
	Rev.

	ITU-T T.816 | ISO/IEC 15444-17 Ed.1
	"Information technology - JPEG 2000 image coding system: Extensions for coding of discontinuous media"
	New


[bookmark: ApprovedA8]
Other Texts Approved
	
	Technical Papers
	New/
Revised

	ITU-T FSTP.ACC-WebVRI (V2)
	"Guideline on web-based remote sign language interpretation or video remote interpretation (VRI) system"
	Rev

	ITU-T FSTP-CONF-F780.1
	"Conformance test specification for F.780.1"
	New

	ITU-T FSTP-VS-SDCA
	"Application of software-defined camera in surveillance industry"
	New

	
	Supplement
	


	ITU-T H.Sup20 
(ex H.Sup.ITS-SD)
	"Practice for intelligent traffic sensing device deployment in the roadside"
	New



 [Ref: PCCI-2023-42-5327]



A virtual Study Group 16 Meeting was held in January 2022.

[bookmark: Other_Approved]Recommendations Approved
	Rec. Number
	Title

	ITU-T F.747.10 (ex F.DLS-SHFS) 
	"Requirements of distributed ledger systems (DLS) for secure human factor services" (New)

	ITU-T H.551 
(ex F.VM-VMA) 
	"Architecture of vehicular multimedia systems" (New)



​Recommendations Consented
	Rec. Number
	Title

	ITU-T H.323 (V8)
	"Packet-based multimedia communications systems" (Rev.)

	ITU-T H.225.0 (V8)
	"Call signalling protocols and media stream packetization for packet-based multimedia communication systems" (Rev.)

	ITU-T H.235.10 (ex H.235.DTLS)
	"H.323 security: Support of DTLS for media streams" (New)

	ITU-T H.245 (V17)
	"Control protocol for multimedia communication" (Rev.)

	ITU-T H.627.2 (ex H.HVSProt)
	"Requirements and protocols for home surveillance systems" (New)

	ITU-T F.743.16 (ex F.IVS-CRM)
	"Requirements for communication resource management in intelligent visual surveillance system" (New)

	ITU-T H.626.5 (V2)
	ITU"Architecture for intelligent video surveillance systems" (Rev.)

	ITU-T H.721 (V3)
	"IPTV terminal devices: Basic model" (Rev.)

	ITU-T F.748.16 (ex F.MVSreqs)
	"Requirements for machine vision-based applications and services in smart manufacturing" (New)

	ITU-T F.743.13 (ex F.CMEGReqs)
	"Requirements for cooperation of multiple edge gateways" (New)

	ITU-T F.743.14 (ex F.VDSSReqs)
	"Requirements for video distribution systems" (New)

	ITU-T F.749.15 (ex F.CUAV-IXS)
	"Requirements for inspection and examination services using civilian unmanned aerial vehicles" (New)

	ITU-T F.746.12 (ex F.RIMSReqs)
	"Requirements for a real-time interactive multimedia service under poor network conditions" (New)

	ITU-T F.743.15 (ex F.MOCN-MS)
	"Requirements for multi-operator core network enabled multimedia services" (New)

	ITU-T F.751.3 (ex F.DLT-CHM)
	"Requirements for change management in DLT-based decentralized applications" (New)

	ITU-T F.751.4 (ex H.DLT-INV)
	"General framework for DLT-based invoices" (New)

	ITU-T F.743.17 (ex F.CGS-RAS)
	"Requirements for cloud gaming systems" (New)

	ITU-T T.701.21 (ex H.ACC-GAD, ISO/IEC TS 20071-21)
	"Guidance on audio description" (New)

	ITU-T T.701.25 (ex H.ACC-GAP, ISO/IEC TS 20071-25)
	"Guidance on the audio presentation of text in videos, including captions, subtitles and other on-screen text" (New)

	ITU-T F.780.1 (V2)
	"Framework for telemedicine systems using ultra-high definition imaging" (Rev.)

	ITU-T F.780.2 (ex F.ACC-TH)
	"Accessibility of telehealth services" (New)

	ITU-T H.870 (V2)
	"Guidelines for safe listening devices/systems" (Rev.)

	ITU-T F.746.13 (ex F.IMCS)
	"Requirements for smart speaker based intelligent multimedia communication systems" (New)

	ITU-T F.748.14 (ex F.DH-2D)
	"Requirements and evaluation methods of non-interactive 2D real-person digital human application systems" (New)

	ITU-T F.748.15 (ex F.DH-FM)
	"Framework and metrics for digital human application systems" (New)

	ITU-T H.266 (V2)
	"Versatile video coding" (Rev.)

	ITU-T H.266.1 (ex H.VVC.1)
	"Conformance specification for ITU-T H.266 versatile video coding" (New)

	ITU-T H.266.2 (ex H.VVC.2)
	"Reference software for ITU-T H.266 versatile video coding" (New)

	ITU-T H.274 (V2)
	"Versatile supplemental enhancement information messages for coded video bitstreams" (Rev.)



Other Texts Approved
	
	Technical Papers
	New/
Revised

	ITU-T FSTP-VS-ECSR
	"Requirements for event centre server in video surveillance systems"
	New

	ITU-T HSTP.DLT-Risk
	"DLT-based application development risks and their mitigations"
	New

	ITU-T FSTP-SLD-UC (ex FSTR-SLD-UC)
	"Gap analysis: Use cases of safe listening devices"
	New


​ [Ref: PCCI-2021-40-5177]

The full list of approved ITU-T Study Group 16 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=17&status=0&sg=16


[bookmark: _Toc133460483]PERFORMANCE, QoS and QoE
[bookmark: _Hlk100226338][bookmark: _Toc133460484]ITU-T Standardization
ITU-T SG12 is the lead study group on:
Quality of service and quality of experience
Driver distraction and voice aspects of car communications
Quality assessment of video communications and applications

​​​A Study Group 12 Meeting was held in Geneva in June 2022.

Recommendations Consented
	ITU-T Rec. No.
	Status
	Title

	G.1051 (ex G.IntAct)
	New
	Latency measurement and interactivity scoring under real application data traffic patterns

	G.107.2
	Rev
	Fullband E-model

	G.191
	Rev
	Software tools for speech and audio coding standardization

	P.1503 (ex P.DFSInter)
	New
	Extended methodology for cross-country and inter-operator digital financial services testing

	P.381
	Rev
	Technical requirements and test methods for analogue wired headsets/headphones and corresponding universal interface of terminals

	P.382
	Rev
	Technical requirements and test methods for analogue wired multi-microphone headsets/headphones and corresponding universal interface of terminals

	P.383
	Rev
	Technical requirements and test methods for digital headsets/headphones and corresponding interfaces of terminals

	P.58
	Rev
	Head and torso simulator for telephonometry

	P.810
	Rev
	Modulated noise reference unit (MNRU)

	P.836 (ex P.CONVSIM)
	New
	Simulating conversations for the prediction of speech quality

	Y.1540 Amd.2
	Amd
	Internet protocol data communication service - IP packet transfer and availability performance parameters - Amendment 2: Revised Annex B: Additional search algorithms for IP-based capacity parameters and methods of measurement



Texts Approved
	Text​
	Type
	Status
	Title

	G.113 Amd.3
	Revised Appendix
	Rev
	Transmission impairments due to speech processing – Amendment 3: Revised Appendix V - Provisional planning values for the fullband equipment impairment factor, and the fullband packet loss robustness factor and the fullband burstiness robustness factor

	JSTR-OPTR
	Technical Report
	New
	Optimizing bitrates and transmission resolution by considering display characteristics and available bandwidth

	P.SUPPL800
	Supplement
	New
	ITU-T Rec. P.800 use case examples





New Work Items​
	Text
	Type
	Title

	​ESTR-KPI-Backhauling
	​Technical Report
	​Impact assessment of backhauling (microwave and fiber) on quality-of-service indicators of mobile networks

	P.NATS-Codec-Ext
	Recommendation
	Extend P.1204 recommendations with support for new codecs​

	P.obj-recog
	Recommendation
	Object-recognition-rate-estimation model in surveillance video of autonomous driving

	P.IXC
	Recommendation
	Interactive test methods for subjective assessment of extended reality communications

	P.SMAR
	Recommendation
	Subjective tests for evaluating the user experience for mobile AR applications

	PSTR-OQMXR
	Technical Report
	Objective quality modelling for XR services

	TR-CEC
	Technical Report
	Framework for QoE/QoS using additional cultural and emotional context in chatbot applications based on natural language understanding

	Y.LUL​
	Recommendation
	Latency under load metrics and methods of measurement



 [Ref: PCCI-2023-42-5327]
A Study Group 12 Meeting was held in Geneva in June 2022.
Recommendations Consented
	ITU-T Rec. No.
	Title
	Status

	E.803
	Quality of service parameters for supporting service aspects
	Rev

	​G.191
	​Software tools for speech and audio coding standardization
	​Rev

	​G.1023 (ex G.NCAP)
	​Framework for capacity assessment of packet data services in mobile networks
	​New

	​G.1036 (ex G.QoE-AR)
	​Quality of experience (QoE) influencing factors for augmented reality (AR) services
	​New

	​P.64
	​Determination of sensitivity/frequency characteristics of local telephone systems
	​Rev

	​P.380
	​Electro-acoustic measurements on headsets
	​Rev

	​P.581
	​Use of head and torso simulator for hands-free and handset terminal testing
	​Rev

	​P.852 (ex P.SEC)
	​Subjective quality evaluation of text-based chatbots
	​New

	​P.863.2 (ex P.AMD)
	​Extension of P.863 for multi-dimensional assessment of degradations in telephony speech signals up to full-band
	​New

	​P.910
	​Subjective video quality assessment methods for multimedia applications
	​Rev

	​P.1140
	​Speech communication requirements for emergency calls originating from vehicles
	​Rev

	​P.1204.4
	​Video quality assessment of streaming services over reliable transport for resolutions up to 4K with access to full and reduced reference pixel information
	​Rev

	​P.1320 (ex P.QXM)
	​QoE assessment of extended reality (XR) meetings
	​New

	​P.1402 (ex P.MLGuide)
	​Guidance for the development of machine learning based solutions for QoS/QoE prediction and network performance management in telecommunication scenarios
	​New

	​Y.1545.2 (ex Y.COPI)
	​QoS metrics for continuity-of-performance of packet data based services
	​New


​ [Ref: PCCI-2022-41-5241
Texts Completed​ 
	Text
	Title
	Status

	ESTR-KPI-RAN
	Key performance indicators (KPIs) for radio access mobile networks
	New

	​GSTR-5GQoE
	QoE requirements for real-time multimedia services over 5G networks​
	​New

	​G Suppl.77 (ex SupplGQoECAT)
	​Influencing factors on quality of experience (QoE) for video customized alerting tone (CAT) and video customized ringing signal (CRS) services
	​New

	​P.Imp565
	​Implementer's Guide for Recommendation ITU-T P.565
	​New

	​P.Imp565.1
	​Implementer's Guide for Recomm​endation ITU-T P.565.1
	​New

	​P.Imp863
	​Implementer's Guide 3 for Recommendation ITU-T P.863
	​New

	Y Suppl.60
	Interpreting Y.1540 Maximum IP-La​yer Capacity Measurements
	Rev


​ [Ref: PCCI-2022-41-5241

New Work Items​
	Text
	Title

	E.MVS
	Mapping and visualization strategies for the assessment of connectivity and QoS

	​G.Suppl_OPP_DFS
	​Operational plan for the development of perceptual and field assessment principles for quality of service (QoS) and quality of experience (QoE) of digital financial services (DFS)

	​P.ASR
	​Performance requirements for automatic speech recognition (ASR) in vehicles


​ [Ref: PCCI-2022-41-5241
The full list of approved ITU-T Study Group 12 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=16&status=0&sg=12


[bookmark: _Toc133460485]SECURITY
To secure information in a network there are three critical components that need to be considered. Authentication validates the identity of the party or parties participating in the exchange of information. Confidentiality protects against eavesdropping or monitoring of the information exchange. Integrity assures that the information has not been altered during transmission. The nature of IP makes it difficult to verify where the information comes from, and easy for an attacker to take advantage of this weakness by spoofing the IP address. Spoofing occurs when an attacker changes the source address in the IP packet.  Determining where the attack is coming from is very difficult as the attacker keeps changing the source address.
 The importance of security is recognized by both the IETF and the ITU-T. There is a need to further understand all of the issues and implications. To address the Security problem, the IEFT created the Security Area and further subdivided the area into working groups. The ITU-T SG 17 (Data Networks and Telecommunication Software) has a security study group that targets security issues at all levels. The role of each organization is somewhat different. The IETF Security Area Advisory Group primary role is to provide help to IETF working groups on how to provide for security in the protocols they design. On the other hand, the ITU-T is focusing on the need for a global approach to the dissemination of information regarding the security of critical network infrastructures and ways to stimulate international or regional cooperation with respect to critical network infrastructure.

Study Group 17 is responsible for building confidence and security in the use of information and communication technologies (ICTs). This includes studies relating to cybersecurity, security management, countering spam and identity management. It also includes security architecture and framework, protection of personally identifiable information, and security of applications and services for the Internet of things, smart grid, smartphone, IPTV, web services, social network, cloud computing, mobile financial system and telebiometrics. Also responsible for the application of open system communications including directory and object identifiers, and for technical languages, the method for their usage and other issues related to the software aspects of telecommunication systems, and for conformance testing to improve quality of Recommendations.
[Ref: P1!T-3190/14]

[bookmark: _Toc133460486]ITU-T Standardization
	ITU-T SG17 is the lead study group on:
Security
Identity Management (IdM)
Languages and Description Techniques

	


Two Study Group 17 Meetings were held in Geneva since PCC.I 41: August 23 - September 2 2022
and February 21 – March 3 2023.

Hot topics identified
	Cybersecurity
5G security 
Quantum based security
IoT security 
	Cloud security
Simulation for security
Intelligent transport system security




Recommendations Approved
	Acronym
	Title
	New / Revised

	X.1813 
(X.5G-vs)
	Security and monitoring requirements for operation of vertical services supporting ultra-reliable and low latency communication (URLLC) in IMT-2020 private network
	New

	X.1814
(X.5Gsec-guide)
	Security guidelines for IMT-2020 communication system
	New

	X.1352 
(X.iotsec-4)
	Security requirements for IoT device and gateway
	New

	X.1815 (X.5Gsec-ecs)
	Security guidelines and requirements for IMT-2020 edge computing services
	New

	X.1816 (X.5Gsec-ssl)
	Guidelines and requirements for classifying security capabilities in IMT-2020 network slice
	New

	X.1411 (X.BaaS-sec)
	Guidelines on blockchain as a service (BaaS) security
	New

	X.1644 (X.sgdc)
	Security guidelines for distributed cloud
	New

	X.1380 (X.edr-sec)
	Security guidelines for cloud-based data recorders in automotive environments
	New

	X.1381 (X.eivn-sec)
	Security guidelines for Ethernet-based In-Vehicle networks
	New

	X.1382 (X.fstiscv)
	Guidelines for sharing security threat information on connected vehicles
	New

	X.1383 (X.srcd)
	Security requirements for categorized data in vehicle-to-everything (V2X) communication
	New

	X.1410 (X.sa-dsm)
	Security architecture for data-sharing management based on the distributed ledger technology
	New



Recommendations Determined (TAP)
	Acronym
	Title
	New / Revised

	X.1815 (X.5Gsec-ecs)
	Security guidelines and requirements for IMT-2020 edge computing services 
	New

	X.1816 (X.5Gsec-ssl)
	Guidelines and requirements for classifying security capabilities in IMT-2020 network slice 
	New

	X.1353 
(X.ztd-iot)
	Security methodology for zero-touch deployment in massive IoT based on blockchain 
	New

	X.1454 (X.sles)
	Security measures for location enabled smart office service 
	New

	X.1411 (X.BaaS-sec)
	Guidelines on blockchain as a service (BaaS) security 
	New

	X.1644 (X.sgdc)
	Security guidelines for distributed cloud 
	New

	X.1380 
(X.edr-sec)
	Security guidelines for cloud-based data recorders in automotive environments
	New

	X.1381 
(X.eivn-sec)
	Security guidelines for Ethernet-based In-Vehicle networks 
	New

	X.1382
(X.fstiscv)
	Guidelines for sharing security threat information on connected vehicles 
	New

	X.1383
(X.srcd)
	Security requirements for categorized data in vehicle-to-everything (V2X) communication 
	New

	X.1410 (X.sa-dsm)
	Security architecture for data-sharing management based on the distributed ledger technology
	New

	X.1817 
(X.5Gsec-message)
	Security requirements for 5G message service
	New

	X.1333 Cor. 1
	Corrigendum 1 to X.1333: Security guidelines for use of remote access tools in Internet-connected control systems
	New

	X.1353 
(X.ztd-iot)
	Security methodology for zero-touch deployment in massive IoT based on blockchain
	New

	X.1471 
(X.websec-7)
	Reference monitor for online analytics services
	New

	X.1771 
(X.rdda)
	Requirements for data de-identification assurance
	New

	X.1645 
(X.nssa-cc)
	Requirements of network security situational awareness platform for cloud computing
	New



Recommendations Consented (AAP)
	Acronym
	Title
	New / Revised

	Z.161
	Testing and Test Control Notation version 3: TTCN-3 core language 
	Rev

	Z.161.1
	Testing and Test Control Notation version 3: TTCN-3 language extensions: Support of interfaces with continuous signals 
	​Rev

	Z.161.2
	Testing and Test Control Notation version 3: TTCN-3 language extensions: Configuration and deployment support 
	​Rev

	Z.161.3
	Testing and Test Control Notation version 3: TTCN-3 language extensions: Advanced parameterization 
	​Rev

	Z.161.4
	Testing and Test Control Notation version 3: TTCN-3 language extensions: Behaviour types 
	​Rev

	Z.161.5
	Testing and Test Control Notation version 3: TTCN-3 language extensions: Performance and real time testing 
	​Rev

	Z.161.6
	Testing and Test Control Notation version 3: TTCN-3 language extensions: Advanced Matching 
	​Rev

	Z.161.7
	Testing and Test Control Notation version 3: TTCN-3 Language Extensions: Object-Oriented Features 
	​Rev

	Z.165
	Testing and Test Control Notation version 3: TTCN-3 runtime interface (TRI) 
	​Rev

	Z.165.1
	Testing and Test Control Notation version 3: TTCN-3 extension package: Extended TRI 
	​Rev

	Z.166
	Testing and Test Control Notation version 3: TTCN-3 control interface (TCI) 
	​Rev

	Z.167
	Testing and Test Control Notation version 3: Using ASN.1 with TTCN-3 
	​Rev

	X.1377 
(X.ipscv)
	Guidelines for an intrusion prevention system for connected vehicles 
	New

	[bookmark: _Hlk131520125]X.1219 
(ex X.arc-ev)
	Functional requirements for a secured process to evaluate technical vulnerabilities
	New

	X.1278.2 (X.ctap21)
	Client to authenticator protocol version 2.1
	New

	X.1277.2 (X.uaf12)
	Universal authentication framework version 1.2
	New

	X.1412 
(X.srscm-dlt)
	Security Requirements for Smart Contract Management based on the distributed ledger technology
	New





Texts Completed​ 
	Acronym
	Title
	New / Revised

	X.Suppl.37 (X.sup.cs-ML) 
	Supplement to X.1231: Countering spam based on machine learning
	New

	X.Suppl.38 (X.Sup.cta)
	Supplement to X.1152: Use cases for contact tracing applications to prevent spread of infectious diseases 
	New

	TR.ibc-cd
	Guidelines for identity based cryptosystems used for cross-domain secure communications
	New



[bookmark: _Hlk131520111]New Work Items​
	Acronym
	Title

	X.5Gsec-ctrl
	Security controls for operation and maintenance of 5G network systems

	X.sup-cdc
	Supplement to X.1060: X.1060 Tutorial material

	X.stie
	OASIS STIX Version 2.1 

	X.taeii
	OASIS TAXII Version 2.1 

	X.sg-scmr 
	Security guidelines for selecting computing methods and resources from Cloud Service Providers

	XSTR.x509ac4sc
	Technical Report: A use case of X.509 Attribute Certificate for Supply Chain 

	X.sup.cv2x-sec
	Supplement to X.1813: Security deployment models and requirements for the operation of C-V2X services supporting ultra-reliable and low latency communication (URLLC) 

	X.evpnc-sec
	Security guidelines for electric vehicle plug and charge (PnC) service using vehicle identity (VID) 

	X.sec_QKDNi
	Security requirements for Quantum Key Distribution Network interworking (QKDNi) 

	TR.SUSSrev
	Successful use of security standards

	TR.verm*
	Technical Report: Framework for Verification of Messages 

	X.st-ssc*
	Security threats of software supply chain

	X.mt-integrity*
	 Security guidelines for mobile terminal integrity protection

	X.mt-feature*
	Security features to assess mobile terminal security

	X.suppl.tig-iotsec**
	Supplement to X.1352 (X.suppl.tig-iotsec) “Technical Implementation guidelines for IoT devices and gateway"

	X.srgsc*
	Security Requirements and guidelines of application and service for smart city platform

	X.asm-cc*
	 Requirements of Attack Surface Management for cloud computing

	X.sfrms*
	Security framework and requirements of microservice for cloud computing using container technology

	X.bvm
	Requirements for biometric variability management

	X.osia
	Open Standards Identity APIs (OSIA) version 6.1.0 

	X.jss
	JSON Signature Scheme (JSS)

	X.509 Cor.1
	Technical Corrigendum to X.509: LDAP schema for attribute certificates 

	X.ota-sec
	Implementation and evaluation of security functions to support over-the-air (OTA) update capability in connected vehicles

	X.DLT-ccs-fr
	Security requirements and framework of cross-chain service for DLT systems

	TR.hyb-qsafe**
	Technical Report: Overview of key management of hybrid approaches for quantum-safe communications

	X.sec_ QKD_profr
	 Framework of quantum key distribution (QKD) protocols in QKD network

	TP.inno-2.0**
	Technical Paper:  Description of the incubation mechanism and ways to improve it

	X.dtns
	Guidelines of using digital twin of network for network security

	X.gcspcc*
	Guidelines of developing of cybersecurity simulation platform based on cloud computing

	X.SecaaS
	 Security threats to be identified in the domain of security as a service

	X.so-sap
	Guidelines for security orchestration of service access process

	TR.srsec**
	Technical Report: Security aspects of segment routing IPv6 for the convergence of computing and network for telecommunication operators



 [Ref: PCCI-2023-42-5327]




A virtual Study Group 17 Meeting was held in May 2022.

Hot topics identified
	5G security 
Countering spam 
Quantum Key Distribution Networks
Intelligent transport system security
	DLT based security services
IoT security
Security multi-party computation




Recommendations Approved
	Acronym
	Title
	New / Revised

	X.1812 
(X.5Gsec-t)
	Security framework based on trust relationship for IMT-2020 ecosystem
	New

	X.1246Amd.1
	Technologies involved in countering voice spam in telecommunication organizations
	New

	X.1247Amd.1
	Technical framework for countering mobile messaging spam
	New


 [Ref: PCCI-2022-41-5241]
Recommendations Completed
	Acronym
	Title
	New / Revised

	X.1813 
(X.5G-vs)
	Security requirements for operation of vertical services supporting ultra-reliable and low latency communication (URLLC) in IMT-2020 private network
	New

	X.1814
(X.5Gsec-guide)
	Security guideline for 5G communication system
	New

	X.1352 
(X.iotsec-4)
	Security requirements for IoT device and gateway
	New

	X.1379 
(X.rsu-sec)
	Security requirements for road-side unit in intelligent transportation system
	New

	X.1409 
(X.ss-dlt)
	Security services based on distributed ledger technology
	New

	X.1715 
(X.sec-QKDN-intrq)
	Security requirements and measures for integration of QKDN and secure storage network
	New


 [Ref: PCCI-2022-41-5241]
Texts Completed​ 
	Acronym
	Title
	New / Revised

	XSTP-5Gsec-RM
	Technical Report: 5G Security Standardization Roadmap
	New

	TR.sec-ai
	Technical Report: Guidelines for security management of using artificial intelligence technology 
	New

	TR.hyb-qkd
	Technical Report: Overview of hybrid approaches for key exchange with QKD
	New


 [Ref: PCCI-2022-41-5241]
New Work Items​
	Acronym
	Title

	TR.cpn-col-sec
	Technical Report: Security considerations of collaboration of multiple computing power networks

	TR.5Gsec-bsf
	Technical Report: Guidelines of built-in security framework for telecommunications network

	X.5Gsec-srocvs
	Security Requirements for the Operation of IMT-2020 Core Network to Support Vertical Services

	X.sr-ctea
	Security requirements and countermeasures for targeted email attacks

	X.spmoh
	Security framework for storage protection against malware attacks on hosts

	X.sgc_rcs
	Guidelines for countering spam over rich communication service (RCS) messaging

	TR.ba-iot
	Technical Report: Broadcast authentication scheme for IoT system

	X.suppl.uc-dcc
	Supplement to X.1152 on use cases for digital COVID-19 certificates

	X.smdtf
	Security measures for digital twin federation in smart cities and communities

	X.smmpc
	Security measures for monitoring physical city assets

	X.tc-ifd
	Technical capabilities of interactive fraud detection

	X.soar-cc
	Framework of security orchestration, automation and response for cloud computing

	X.gdsml
	Guidelines for data security using machine learning in big data infrastructure

	X.secadef
	Security capabilities definitions

	TR.smpa
	Technical Report: Security middle platform architecture


 [Ref: PCCI-2022-41-5241]


[bookmark: _Toc70599720][bookmark: _Toc70599721][bookmark: _Toc70599722][bookmark: _Toc133460487]Identity Management
Identity management, a cornerstone of establishing trust in the evolving Information and Communications Technologies (ICT) infrastructure, is necessary to control access to services and infrastructures, to protect personal information, to perform online transactions, and to comply with legal and regulatory requirements.  A diverse set of identity management (IdM) solutions existing for specific market segments and perspectives. Many of these solutions are highly distributed and autonomous, resulting in a need to establish a trusted, global, and interoperable IdM capability.
This section provides an overview of key concepts associated with identity management and outlines current activities related to identity management.

[bookmark: _Toc133460488]Identity Management Concepts
Identity may be viewed as an attribute of a specific entity – a human, an organization, a service provider, an application, a process, a sensor – in a specific context.  While the term “identity” has been used extensively in international standards documents, it is often never explicitly defined.
The ITU-T has supported activity related to identity management for more than fifteen years. As part of this effort, one objective is to develop a common understanding of the term “identity” that can be expressed in one or more ways to meet the needs and expectations of ITU members. Conclusions of this work indicate that identity, as used in current standards, is a concept that allows for various kinds of representations of an entity at some point in time and space with some degree of desired consistency.  

[bookmark: _Toc133460489]Standards bodies and similar organizations
3GPP: Developed specifications related to Subscription Management (SuM);
ATIS: Packet Technologies and Systems Committee (PTSC) is studying IdM;
ETSI: TIPSAN developed specifications related to Subscription Management (SuM);
IETF: Developed many resource/entity identification specifications, including Uniform Resource Identifier/Name, Internationalized Resource Identifier, Uniform Resource Name, Universally Unique Identifier, Enhancements for Authenticated Identity Management in the Session Initiation Protocol, etc.
ISO/IEC: ISO/IEC JTC 1/SC 27 (Information Technology – Security Techniques) has approved a new project on IdM.
ITU-T: a number of Study Groups deal with various aspects of Identity Management. The Telecommunication Standardization Bureau has recently created the Identity Management Global Standards Initiative (IdM-GSI) to focus on developing the detailed standards necessary for deployment of IdM capabilities that enables secure and trustworthy assertions about digital identities used in telecommunications, control networks, and a variety of service offerings. IdM-GSI harmonizes, in collaboration with other bodies, different approaches to IdM worldwide.
Liberty Alliance Project: Specified an open standard for federated network identity that is intended to support current and emerging network devices, offering a secure way to control digital identity information.
OASIS (Organization for the Advancement of Structured Information Standards): Developed identity management platforms including: Security Assertion Markup Language, eXtensible Access Control Markup Language, Service Provisioning Markup Language, eXtensible Resource Identifier, and Web Services Security.
OECD: Identity management in the online environment is seen as a key enabler for electronic business and electronic government because it facilitates the expansion of information systems and network boundaries and increases access points. A workshop was held and brought together experts from government, industry and civil society to explore the main information security and privacy issues surrounding digital identity management.
Open Mobile Alliance: Developed specifications related to IdM including Identity Management Framework Requirements document.
World Wide Web Consortium (W3C): Developed recommendations for XML aspects of IdM.
[Ref: P1!T-1249_i.doc; 2008-03]
Encryption
[bookmark: _Toc133460490]Elliptic Curve Certificates and Signatures for NFC Signature Records
The Near Field Communication (NFC) Forum finalized its Signature Record Type Definition (RTD) to protect against manipulation of NFC Data Exchange Format (NDEF) data. The choice of digital certificate and signature type has a major impact on tag memory usage, cost and device performance. The Smart Poster RTD, gives example NDEF message sizes ranging from 23 to 69 bytes. With digital signatures and certificates this can balloon to over 1000 bytes, depending on the type of signature and certificate(s) forcing the use of larger and more expensive tags. This paper proposes further use of elliptic curve cryptography; specifically ECQV certificates and ECPVS signatures in addition to the ECDSA signature scheme. These technologies were designed with efficiency as a primary goal, and are well adapted to the constraints of NFC tags. For the same level of security, ECQV+ECPVS provides a 10 fold reduction in storage overhead compared to RSA signatures and certificates (from about 1000 to 100 bytes). Both ECQV and ECPVS are standards based, compatible with the NFC Forum Signature RTD and the ITU X.509 standard for Public Key Infrastructure (PKI). ECPVS can provide an additional confidentiality feature that allows portions of the data to be encrypted under a separate key. We introduce the reader to an NFC PKI architecture, scenarios for tag issuers, memory utilization and performance data for the various schemes specified in the Signature RTD.
Near Field Communications (NFC) is a short-range wireless communication technology that enables data exchange between devices at a distance of a few centimeters up to a rate of approximately 400 kbps. NFC builds on the (13.56Mhz) RFID standard ISO/IEC 14443 where devices can emulate ISO/IEC 14443 smartcards, is able to power and read ISO/IEC 14443 smartcards, and can exchange information between peers. NFC enabled smart phones are now available for trial in contactless payment and ticketing applications. 

The NFC Data Exchange Format (NDEF) [1] defines the data structures (called NDEF Records) for the exchange of information. The integrity and authenticity of NDEF records are critical to the success of Near Field Communications because ad hoc connections are made between untrusted devices. In the simplest case an NFC-enabled smart phone reads an NDEF record stored on an NFC tag (an RFID tag). 
The NFC Signature RTD [10] introduces digital signatures for integrity and authenticity to NDEF records. The specification gives implementers choices for digital signatures and certificate types. These choices have a major impact on tag memory, performance and tag issuer infrastructure. 

Our analysis shows that Elliptic Curve signatures (ECDSA, ECPVS) and certificates (ECQV) provide the most efficient memory utilization for constrained environments on tags and mobile devices by a wide margin over equivalent RSA based solutions. With keyed ECPVS it is also possible to provide confidentiality of the signed message between the signer and a chosen recipient. 
A certificate infrastructure will have to be deployed to enable the use of signatures similar to that used for secure web browsing. As signatures are optional, an indication should be given to the user when they connect to authenticated tags or peers similar to secure web browsing. Phishing attacks can only be prevented if the user has some indication that NFC proposed actions come from an authenticated source. 

Near Field Communications (NFC) on Mobile Devices 
The greatest potential for NFC is the new paradigm of using proximity as context for immediately triggering an appropriate action or event without having to type in other parameters such as URLs. Simply touching an NFC-enabled object with a mobile phone can immediately trigger an action. The use of NFC promises to be more convenient and more secure than alternatives for applications including payment, ticketing, gaining access to an event, building or network. Dodson et al. [3] describes novel applications such as using an NFC enabled phone at a sporting event to gain access, run a location based application associated with the event to receive play-by-play and statistics. With the same application it is possible to order, then pay for concessions delivered to your seat. 
An NFC-enabled mobile device may be in one of three possible modes of operation, as defined by the NFC Forum [4]. 

1. Card Emulation mode. The mobile device is in card emulation mode where it behaves exactly like a contactless smart card (e.g., credit and debit cards). Mobile device vendors are incorporating similar smart card chips and protocols as those used for payments to ensure at least the same security levels as existing chip based payment cards. 

2. Read/Write mode. The mobile device is in reader/writer mode where it can, for example, read a tag (a small chip) embedded into a smart poster or magazine ad and optionally trigger an action like loading a web site for further information. A more sophisticated supply chain application could track inventory with NFC tags and possibly write updates back to the tracking tag. 

3. Peer-to-peer mode. When the mobile device is in peer-to-peer mode it has the ability to make a connection using a different communications protocol such as Bluetooth or WiFi. For example, touching an NFC enabled phone to a printer to transfer an image to be printed over WiFi. The NFC handover protocol takes care of the configuration transparently. 

[Ref: P1!T-2347_i.doc; 2011-08]
*The full list of approved ITU-T Study Group 17 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=16&status=0&sg=17


[bookmark: _Toc133460491]INTERNET of THINGS (IoT), SMART CITIES and COMMUNITIES
[bookmark: _Hlk100226449][bookmark: _Toc133460492]  ITU-T Standardization
ITU-T SG20 is the lead study group on:
Internet of things (IoT) and its applications
Smart cities and communities and related digital services
Internet of things identification
Health related to IoT and smart cities and communities

Two ITU-T Study Group 20 Meetings were held in Geneva since PCC.I 41: 
July 18-28, 2022 and January 30-February 10, 2023

Highlighted Standardization Activities
Artificial Intelligence (AI) and Internet of Things (IoT) for Digital Agriculture 
​Collaboration with oneM2M
Challenges of and Guidelines to Standardization on Artificial Intelligence of Things

Recommendations Approved
	​ITU-T R​​​ec. No.
	​Title

	ITU-T Y.4601
	Requirements and capability framework of digital twin for smart firefighting

	ITU-T Y.4500.3
	oneM2M - Security solutions



Recommendations Determined
	​ITU-T Rec. 
No.
	Provisional 
na​me ​
	Title
	New/
Revised

	ITU-T Y.4601 
	Y.dt-smartfirefighting
	Requirements and capability framework of digital twin for smart firefighting
	New

	ITU-T Y.4500.3
	Y.oneM2M.SEC.SOL
	oneM2M - Security solutions
	New

	ITU-T Y.4221
	Y.ElecMon-Reqts
	Requirements of IoT-based electric power infrastructure mo​nitoring system
	New

	ITU-T Y.4222
	Y.smart-evacuation 
	Framework of smart evacuation in a disaster and/or an emergency in smart cities and communities
	New

	ITU-T Y.4223
	Y.SCC-Reqts
	Common requirements and capabilities of smart cities and communities from IoT and ICT perspectives
	New

	ITU-T Y.4487
	Y.RMDFS-arch
	A functional architecture of roadside multi-sensor data fusion systems for autonomous vehicles
	New

	ITU-T Y.4488
	Y.IoT-SPWE
	Framework of IoT services for safety protection of working environment
	New

	ITU-T Y.4604
	Y.IoT-MCSI
	Metadata for camera sensing information of autonomous mobile IoT devices
	New


Recommendations Consented (AAP)
	[bookmark: _Hlk131522776]​ITU-T Rec. 
No.
	Provisional 
Na​me ​
	Title
	New/
Revised

	​ITU-T Y.4216
	Y.infra
	Requirements of sensing and data collection system for city infrastructure
	New

	​ITU-T Y.4600
	Y.scdt-reqts
 
	Requirements and capabilities of a digital twin system for smart cities
	New

	ITU-T Y.4481​
	Y.data-MP
 
	Framework for data middle-platform in IoT and smart sustainable cities
	New

	​ITU-T Y.4217
	Y.CS-framework
 
	Service requirements and capability framework for IoT-related crowdsourced systems
	New

	ITU-T Y.4482​
	Y.IoT-SLF
	Requirements and framework​ for smart livestock farming based on Internet of things
	New

	​ITU-T Y.4483
	Y.IoT-DSE-arc
	Reference architecture of service exposure for decentralized services for Internet of things applications
	New

	ITU-T Y.4484​
	Y.eHealth-Semantic
	Framework to support Web of Objects ontology based semantic data interoperability of eHealth services
	New

	ITU-T Y.4052​​
	Y.blockchain-terms
	Vocabulary for blockchain for supporting Internet of things and smart cities and communities in data processing and management aspects
	New

	ITU-T Y.4560​
	
	Blockchain-based data exchang​e and sharing for supporting Internet of things and smart cities and communities
	Revised

	ITU-T Y.4218
	Y.SRC
	IoT and ICT requirements for deployment of smart services in rural communities
	New

	ITU-T Y.4219
	Y.ACC-UI-req
	Accessibility requirements for user interface of smart applications supporting IoT
	New

	ITU-T Y.4220
	Y.AEDS-smarthome
	Requirements and capability framework of abnormal event detection system for smart home
	New

	ITU-T Y.4485
	Y.smart-education
	Requirements and Reference Architecture of Smart Education
	New

	ITU-T Y.4486
	Y.IoT-DES-fr
	Framework of cross edge decentralized service by using DLT and edge computing technologies for IoT devices
	New

	ITU-T Y.4602
	Y.DPM-framework
	Data processing and management framework for IoT and smart cities and communities
	New

	ITU-T Y.4603
	Y.DPM-qm
	Requirements and functional model to support data quality management in IoT
	New

	ITU-T Y.4909
	Y.IoT-SQAF
	Assessment framework of IoT sensing quality
	New

	ITU-T Y.4910
	Y.MM-DSC-SSC
	Maturity model of digital supply chain for smart sustainable cities
	New



Texts Completed​ 
	​Document
	Provisional 
Na​me ​
	Title
	New/
Revised

	YSTR.BP-DTw
	YSTR.BP-DTw
	Best Practices for Graphical Digital Twins of Smart Cities
	New

	ITU-T Y.Suppl.73​
	Y.Sup.DTw-concept-usecase
	Concept and use cases of a digital twin in smart sustainable ​cities
	New



New Work Items​
	Doc. Name
	Title
	Doc. Type

	YSTR.BP-DTw
	Best Practices for Graphical Digital Twins of Smart Cities
	Technical Report

	YSTR.ACC-SCC
	Guidelines on developing ICT services for accessible smart cities
	Technical Report

	Y.dtf-rach
	Reference architecture of digital twin federation in smart cities and communities
	Recommendation

	Y.dtf-infoex
	Information exchange model for digital twin federation in smart cities and communities
	Recommendation

	Y.DRI-reqts
	Requirements for autonomous urban delivery robots interworking
	Recommendation

	Y.MIM
	Minimal Interoperability Mechanisms for Smart and Sustainable Cities and Communities
	Recommendation

	Y.dt-IWCS
	Requirements and capability framework of digital twin for intelligent water conservancy system 
	Recommendation

	Y.FSPH
	Framework for smart public health emergency management in smart and sustainable cities 
	Recommendation

	Y.IoT-RTPS
	Use cases, requirements and capabilities of Internet of Things infrastructures in roadside traffic perception system 
	Recommendation

	Y.IoT-NCM-arch
	Functional architecture of network connectivity management in the Internet of things
	Recommendation

	Y.CL-EDM
	Energy data model for city-level energy management platform
	Recommendation

	Y.DSGS-dms
	Requirements and functional architecture of data management system for smart greenhouse service
	Recommendation

	Y.SF-prediction
	Service framework of prediction for intelligent IoT
	Recommendation

	Y.IoT-CRE-fr
	Framework of Common rule enablement for intelligent IoT services in heterogeneous IoT platform environments
	Recommendation

	Y.DPM-alm-fra
	Functional requirements and architecture of blockchain-based activity logs management for IoT data processing and management
	Recommendation

	YSTR.dscm
	Analysis of data sharing control models
	Technical Report

	Y.4560-rev
	Blockchain-based data exchange and sharing for supporting Internet of things and smart cities and communities
	Recommendation

	Y.DM-SLF
	Conceptual data model of smart livestock farming service
	Recommendation

	YSTP.AIoT
	Challenges of and Guidelines to Standardization on Artificial Intelligence of Things
	Technical Paper

	Y.Sup.DT-definition
	Digital transformation for people-centred smart cities and communities: an analysis of definitions
	Supplement

	YSTR.IoT-IMS
	Requirements and capability framework for identification management service of IoT device
	Technical Report

	Y.KPEM-SM
	Key performance evaluation models of smart manufacturing
	Recommendation

	Y.QE-DMI-SSC
	Quality evaluation of digital models in industry for smart sustainable cities
	Recommendation

	Y.Highway-KPI
	Key performance indicators of ICT based highway traffic safety assessment
	Recommendation

	YSTR.HTSA-overview
	Overview of ICT based highway traffic safety assessment

	Technical Report

	Y.PGComNet-Reqts
	Requirements of IoT-based power grid communication network
	Recommendation

	Y.energy-storage
	Requirements and capability framework of energy storage service for residential community in smart city
	Recommendation

	Y.dt-SComCam
	Common requirements and capability framework of digital twin for smart complex and campus
	Recommendation

	Y.RemoteEd
	Requirements, capabilities and architectural framework for digital/ online learning in remote campuses
	Recommendation

	YSTR.Ambient IoT
	Analysis on requirements and use cases of ambient power-enabled IoT
	Technical Report

	Y.Sup.SmartAqua-usecases
	Use cases of IoT-based smart aquaculture
	Supplement

	Y.IoT-DPE
	Management framework for IoT-based distributed power equipment
	Recommendation

	Y.arc-psfws
	A functional architecture of power supply facilities warning system
	Recommendation

	Y.4480Rev
	Low power protocol for wide area wireless networks
	Recommendation

	Y.dem-IoT
	Data exchange model for IoT devices in power transmission and transformation equipment
	Recommendation

	Y.CSDL
	Requirements and framework for crowdsourced system based on distributed learning
	Recommendation

	Y.IoT-acs-fra
	Functional requirements and architecture of access control service of IoT platform enabled by zero trust technology in decentralized environments
	Recommendation

	Y.Sup.MM-EDMC-SSC
	Maturity model of digital management capability of industrial equipment used in smart sustainable cities
	Supplement

	Y.KHI-PE
	Key health indicators and evaluation model for power equipment in Smart Sustainable Cities
	Recommendation 



 [Ref: PCCI-2023-42-5327]

A virtual Study Group 20 Meeting was held in February 2022.

Approved Recommendations
	​ITU-T R​​​ec. No.
	​Title

	Y.4214
	Requirements of IoT-based civil engineering infrastructure health monitoring system

	Y.4215
	Use cases, requirements and capabilities of unmanned aircraft systems for the Internet of Things


​ [Ref: PCCI-2021-40-5177]

The full list of approved ITU-T Study Group 20 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=16&status=0&sg=20

[bookmark: _Toc133460493] IoT/Machine-to-Machine Communications (M2M)
[bookmark: _Toc133460494]ATIS Activity
[bookmark: _Toc133460495]ATIS M2M
ATIS is identifying the common service layer functions/capabilities required for most M2M applications, in particular, eHealth, Smart Grid and Connected Vehicle are targeted.  The objective of the M2M initiative is to develop vertical specific interfaces to address existing ICT issues.
Since May 2011, ATIS has been collaborating with regional SDOs to consolidate the development of M2M standards into a single global initiative.
Objective is to create a Service Layer architecture of common M2M functions (e.g., Security, Quality of Service).
Analyze M2M vertical use cases and requirements and develop the interfaces to the application and transport layers
Identify common functional elements in the M2M service layer
Develop carrier-based network solutions
Understand vertical requirements and provide representation for those not able to participate in oneM2M
Provide North American perspective in oneM2M
Developing vertical specific interfaces to address existing ICT issues 
Identifying the common service layer functions/capabilities required for most M2M applications, in particular, eHealth, Smart Grid and Connected Vehicle
[Ref: P1!T-2551_i.doc; 2012-05]

[bookmark: _Toc133460496]oneM2M
oneM2M is a global organization creating a scalable and interoperable standard for communications of devices and services used in M2M applications and the Internet of Things.

Formed in 2012 by seven of the world's preeminent standards development organizations, oneM2M membershiptoday consists of thought leaders from a broad range of industries, including industrial manufacturers and suppliers, consumer device manufacturers, component suppliers, and telecommunications service providers.

oneM2M Partner standards development organizations are: ARIB (Japan), ATIS (U.S.), CCSA (China), ETSI (Europe), TIA (U.S.), TIA (Korea), and TIC (Japan). Additional partners contributing to the oneM2M work include: the BBF (Broadband Forum), Continua, HGI (Home Gateway Initiative), the New Generation M2M Consortium - Japan, and OMA (Open Mobile Alliance).

oneM2M specifications provide a framework to support applications and services such as the smart grid, connected car, home automation,public safety, and health. oneM2M actively encourages industry associations and forums with specific application requirements to participate in oneM2M, in order to ensure that the solutions developed support their specific needs. For more information,including how to join and participate in oneM2M,see: www.onem2m .org.

It certainly is not oneM2M's objective to standardize the whole environment across networks, applications and devices. The objective is to standardize interfaces so they are applicable to the entire ecosystem. The intent is not to limit or excessively specify the activities of individual industries or businesses, but rather to provide a means for them to interoperate openly, but securely, with one another.

WHY STANDARDIZATION IS NEEDED
Standardization is needed in order to deliver the scalability and flexibility the market requires to maximise the potential of loT and M2M. Standardization enables improved functionality-cost-qual ity trade-offs to be made, which will deliver faster time-to-market for new devices and applications.

Improving the trade-off is about designing the M2M network for scalability and security. Massive growth in devices, applications, traffic, and profile and usage data must be anticipated now if solutions are to be ready in time to meet the radically heightened demand in coming years.

A standardized architecture with a common set of service layer capabilities and open interfaces and APls should also help M2M and loT providers to reduce investments, time-to-market, development and on-boarding costs, and facilitate management of devices and applications. This will help to build a solid M2M and loT business case that relies on very small revenues per connection, and even smaller margins.

Take the example of smart meters. As many utility service providers want to safeguard their investments for a 20- or 30-year period, network interfaces will have to be stable and device software will have to be manageable and upgradeable.

Standardization will make it easier for individual stakeholders to partner and interwork with component providers, application developers, solution integrators, data and content owners, and with wireless and wireline connectivity providers.

Providing a unique experience will be key for makingthe Internet of Things a success - but many challenges exist. In order to achieve the "any app, any device, any network" objective, devices and applications need to be abstracted from the underlying access networks and technologies. This model can only work when there is maximum interoperability between devices, platforms, data formats, protocols and applications.

As some devices may be deeply embedded in third party infrastructure - such as machines, containers and cars - and may have no registered owner at all, remote management capabilities become extremely important. Many M2M and loT devices will also be characterised by very small power, memory and processor footprints. Therefore, communication and management protocols will have to be simple and lightweight. In addition, security and privacy concerns will need to be addressed and
standardization efforts should encompass authentication, authorisation, encryption and data protection.

HOW oneM2M ADDRESSES  STANDARDIZATION  NEEDS
The main reason for the creation of oneM2M is that the entire M2M and loT market was being held back by an absence of established standards that enable interoperability among devices, applications, data collection and storage across geographies and across industry sectors.

However, as of this writing, little movement is being seen along M2M's projected exponential growth curve and opportunities are not being realized yet. Initially, it was recognized that much of the technology was already available or in development, and many industrial sectors were using long-standing technologies. For example, some technology used in industrial building automation today originates from the 1980s. The fragmentation of this technology landscape creates challenges for M2M and loT market growth. Even recent standardization initiatives tend to have limited following and risk becoming silos. The emerging need for interoperability across different industries and applications has necessitated a move away from an industry-specific approach to one that involves a common platform bringing together connected cars, healthcare, smart meters, emergency services, local authority services and the many other stakeholders in the ecosystem.

CONCLUSIONS
The Machine-to-Machine (M2M) and Internet of Things (loT) markets are expected to see significant growth in the coming years. Yet in order to meet and exceed growth projections, the fragmented and expansive M2M and loT ecosystem will continue to need standards to act as a glue between all the disparate stakeholders. Existing technologies and industry standards need to be linked to enable the complete ecosystem to become more integrated and open.
An umbrella standardization of this type is vital to enable interoperability in a cost­ effective way that also addresses the fundamental requirement for M2M and loT experiences to be good.
Sector-specific standardization is a blind alley because all it willachieve is a series of siloed standards between which integration is far from guaranteed. That's not say a degree of intra-industry standardization isn't desirable and, in many cases, that already exists. What's more important, though, is that a means is provided to integrate with the standards created by other industry sectors.
oneM2M has been set up to create a platform for interoperability to bring the entire M2M and loT ecosystem together.
It's a simply described concept but far harder to achieve in reality. Today, much of the heavy lifting has been done in terms of specifying how oneM2M will work and how it will be relevant to all organisations in the value chain. It's time for the entire ecosystem to join the project.

[Ref: PCCI-2016-29-4108_i.pdf]

[bookmark: _Toc133460497]  U.S. SMART GRID Program (NIST)
Efforts are well underway in the U.S. to enable Smart Grid technologies., and both public and private sector stakeholders (including ICT and power/utility companies) are participating in standardization activities. The National Institute of Standards and Technology (NIST), under the U.S. Department of Commerce, has created a multifaceted program to define the Smart Grid, identify standards requirements and identify or develop standards to enable deployment and interoperability of Smart Grid devices and systems.  
[bookmark: _Toc133460498]Standards Priorities
Demand Response and Consumer Energy Efficiency
Wide Area Situational Awareness
Electric Storage
Electric Transportation
Advanced Metering Infrastructure
Distribution Grid Management
Cyber Security
Network Communications
[Ref: P1!T-2234_i.doc; 2011-03]
[bookmark: _Toc133460499]  ATIS Smart Cities Initiative
Smart Cities projects are rapidly evolving to Smart Cities plans
In 2016, ATIS began to engage its members invested in Smart Cities infrastructure and North American city decision-makers (CIOs/CTOs)
These discussions lead to the development of an ATIS Smart Cities Technology Roadmap published in April 2017 
1-4 year view of key technology developments intersecting with Smart Cities
The Roadmap examines the network-enabled technologies to be launched in the next few years that will have the greatest impact on cities, including: IoT, 5G, Edge and cloud computing, Data analytics and data exchanges, Augmented reality and machine learning.
Simplified technology framework that delivers end-to-end view
Technology enablers that would promote investments and create value
The Roadmap is designed to assist planners in developing long-term plans for deploying, integrating and staging Smart Cities infrastructure. 
ATIS’ work supports cities’ efforts to deliver smart solutions that enhance citizens’ lives, and to help identify where technology can create revenue opportunities for Smart City investments.
Phase 2 of work resulted in a report (Data Sharing Framework for Smart Cities; February 2018) that assesses data sharing alternatives for Smart Cities and proposes a blueprint for a common framework, a set of critical components and an evolutionary path from data collection to data monetization.
[Ref: PCCI-2017-30-3286_i.doc]
 [Ref: PCCI-2018-32-4580_i.doc]
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[bookmark: _Toc133460500]FUTURE NETWORKS and CLOUD COMPUTING
Future networks and emerging network technologies
[bookmark: _Toc133460501]  ITU-T Standardization
ITU-T SG13 is the lead study group on:
Future networks such as IMT-2020 networks and beyond (non-radio related parts)
Fixed-mobile convergence
Cloud computing
Machine learning

[bookmark: _Hlk129781644]Since PCC.I 41, three Study Group 13 Meetings were held in Geneva: July 4-15, November 14 and March 13-24, 2023.

Highlighted Standardization Activities
Artificial Intelligence standardization 
Metaverse related to Cloud Computing
Quantum Key Distribution Networks (QKDN)
Quantum communications related studies
Datasets for AI/ML in networks
Big Data and Data Handling standardization
Trustworthy networking and services

Recommendations Approved
	ITU-T Rec. No.
	Status
	Title

	Y.3082
(Y.MNS-DLT-fr)
	New

	Mobile network sharing based on distributed ledger
technology for networks beyond IMT-2020: Requirements and framework

	Y.3140*
(Y.SBN-TR)
	New

	Service brokering network framework for Trusted Reality



[bookmark: _Hlk131689762]Recommendations Consented
	ITU-T Rec. No.
	Status
	Title

	Y.2344
(Y.IBN-reqts)
	New
	Scenarios and requirements of Intent-Based Network for network evolution

	Y.31174)​
(Y.IMT2020-qos-req-se)
	New
	Quality of service assurance-related requirements and framework for smart education supported by IMT-2020 and beyond

	Y.3118
(Y.IMT2020-jg-lsn)
	New
	Requirements and framework for jitter guarantee in large scale networks including IMT-2020 and beyond

	Y.38111)
(Y.QKDN-qos-fa)
	New
	Quantum key distribution networks - Functional architecture for quality of service assurance

	Y.3812
(Y.QKDN-qos-ml-req)
	New
	Quantum key distribution networks - Requirements for machine learning based quality of service assurance

	Y.3655
(Y. bDDN-MCMec)
	New
	Big data driven networking - management and control mechanisms

	Y.3810
(Y.QKDN-iwfr)
	New
	Quantum key distribution network interworking - framework

	Y.35372)​
(Y.mc-reqts)
	New
	Cloud Computing – Functional requirements of cloud service partner for multi-cloud

	Y.3602
	Revised
	Big data – Functional requirements for data provenance

	Y.35383)
(Y.ccgmfdc)
	New
	Cloud Computing - Global Management Framework of Distributed Cloud

	Y.3181
(Y.ML-IMT2020-SANDBOX)
	New
	Architectural framework for Machine Learning Sandbox in future networks including IMT-2020

	Y.3182
(Y.ML-IMT2020-E2E-MGMT)
	New
	Machine learning based end-to-end multi-domain network slice management and orchestration

	Y.3158
(Y.LSMEC)
	New
	Local shunting for multi-access edge computing in IMT-2020 networks

	Y.3079
(Y.ICN-NMR)
	New
	Information-Centric Networking in networks beyond IMT-2020: Framework of locally enhanced name mapping and resolution

	Y.3080
(Y.ICN-TL)
	New
	Information-Centric Networking in networks beyond IMT-2020: Requirements and Mechanisms of Transport Layer

	Y.3081
(Y.SCid-fr)
	New
	Self-Controlled Identity based on Blockchain: Requirements and Framework

	Y.3137
(Y.FMC-AAEC-req)
	New
	Technical requirements for supporting application addressing in edge computing for future networks including IMT-2020

	Y.3138
(Y.FMC-EC)
	New
	Unified multi-access edge computing for supporting fixed mobile convergence in IMT-2020 networks

	Y.3139
(Y.FMC-SDWAN)
	New
	Fixed Mobile Convergence enhancements to support IMT-2020 based Software-defined wide area networking service

	Y.2345 (Y.NRS-DLT-reqts) 
	New 
	Scenarios and requirements of network resource sharing based on distributed ledger technology 

	Y.3122 (Y.IMT2020-qos-req-sg) 
	New 
	QoS assurance requirements and framework for smart grid supported by IMT-2020 and beyond 

	Y.3117** Corrigendum 1 
	New 
	Quality of service assurance-related requirements and framework for smart education supported by IMT-2020 and beyond – Corrigendum 1 

	Y.3656 (Y.bDDN-NSMec) 
	New 
	Big data networking-mechanism of network service provisioning 

	Y.3184 (Y.Mec-INSA) 
	New 
	Mechanism of intelligent awareness for network status 

	Y.2073 (Y.energy-brokerage) 
	New 
	Framework of trusted electricity brokerage for distributed energy resources 

	Y.3532 (Y.cccnp-reqts) 
	New 
	Cloud computing - Functional requirements of Platform as a Service for cloud native applications 

	Y.3540 (Y.ec-reqts) 
	New 
	Edge computing - Overview and high-level requirements 

	Y.3603 
	Revised 
	Big data - Requirements and conceptual model of metadata for data catalogue 

	Y.3123 (Y.IMT2020-CEFEC) 
	New 
	Framework of edge computing capability exposure for IMT-2020 networks and beyond 

	Y.3160 (Y.SLOA-arch) 
	New 
	Architectural framework of end-to-end service level objective guarantee for future networks including IMT-2020 

	Y.3202 (Y.FMSC-MM) 
	New 
	Fixed, mobile and satellite convergence - Mobility management for IMT-2020 networks and beyond 

	Y.3203 (Y.FMSC-CM) 
	New 
	Fixed, mobile and satellite convergence - Connection management for IMT-2020 networks and beyond 



Supplement Approved
	ITU-T Doc. No.​
	Status
	Title

	Supplement 71 to ITU-T Y.3000-series
(Y.Supp-AN-Use Cases)
	New
	Use cases for Autonomous Networks

	Supplement 74 to Y.3800-series (Y.supp.QKDN-roadmap) 
	New 
	Standardization roadmap on Quantum Key Distribution Networks 

	Supplement 75 to Y.3000-series (Y.QEFN) 
	New 
	Quantum key distribution networks – Quantum-Enabled Future Networks 



New Work Items​
	Type
	Status
	Title

	Draft Rec,
	New
	Architecture framework for Autonomous Networks

	Draft Rec.
	New
	Trustworthiness evaluation for autonomous networks including IMT-2020 and beyond



 [Ref: PCCI-2023-42-5327]


The full list of approved ITU-T Study Group 13 Recommendations can be found here:
https://www.itu.int/t/aap/aap-recs?type=1&sp=16&status=0&sg=13

[bookmark: _Toc133460502]  Software-Defined Networking (SDN)
[bookmark: _Toc133460503]ITU-T Activity
Software-defined networking (SDN) is the answer and ITU-T defined SDN as a set of techniques that enables to directly program, orchestrate, control and manage network resources, which facilitates the design, delivery and operation of network services in a dynamic and scalable manner (ITU-T Y.3300).
[bookmark: _Toc133460504]  5G Mobile Broadband and 5G Mobile
[bookmark: _Toc133460505]3GPP Standardization
The 5G standardization process is complex and highly innovative, involving close collaboration among partners in the mobile industry, academia and other verticals. The most recent example of successful collaboration has resulted in the approval by the Specification Group for Radio Access Networks (TSG RAN) completed the standalone Release 15 of 5G specifications, complementing the release of the 5G New Radio (NR) specifications for non-standalone (NSA) operation in December 2017,   Release 15 represents an essential step towards 5G commercialization. This not only provides 5G NR the ability of independent deployment, but also formalizes an entirely new end-to-end network architecture, making 5G a facilitator and an accelerator for intelligent improvement processes in the network. Unlike 4G and past generations, 5G supports the very specific requirements and individual service characteristics of diverse communications. New business models will be enabled and a new era where everything is interconnected will be facilitated for both mobile operators and industry partners; 5G will be the integration platform for heterogeneous businesses.

Aside from the benefits which the standalone NR specifications provide, other key contributions in the standard that will have a great impact on 5G system performance are the following:
5G security. This will improve subscriber untraceability, protection of subscriber identities and subscriber privacy. It also creates flexible identity management where difference types of credentials can co-exist and function over a variety of access types.
5G sustainability. This will introduce a fundamental change of design principles from “always on” to “always available”, resulting in high energy savings.
5G core. With the concept of network slicing and distributed cloud, this will adapt to business environments that is significantly different from the business environment of today.

Data traffic in North America is already at 7 Gbps/user, with a predicted 8fold increase by 2023. 5G networks will enable 10 times lower cost per gigabyte than current 4G networks.   There is an industry-wide conviction that once the new network capabilities are in place, the enormous investment capacity and power of innovation will rapidly drive massive, web scale innovation of new types of services and applications.
[Ref: PCCI-2018-33-4650]


[bookmark: _Toc70599715][bookmark: _Toc459270720][bookmark: _Toc70599716][bookmark: _Toc133460506]ANNEX 1  -  Standards Endorsed by CITEL PCC.I Resolutions
** Standards superseded or obsoleted
	
	Standard
	Resolution
	Date
	Standard

	1
	ITU-T Recommendation H.248 “Gateway Control Protocol”
	PCC.I/RES. 264 (28-16)
PCC.I/RES. 104 (XIV-01)
	 May 2016
 March 2001
	H.248.1 v3 (03/2013)
H.248 (06/2000) **

	2
	Intelligent Networks Capability Set 3
	PCC.I/RES. 105 (XIV-01)
	 March 2001
	

	3
	ITU-T Y.1541”Network Performance Objectives for IP-Based Services” (SG13)
	PCC.I/RES. 264 (28-16) 


PCC.I/RES. 155 (XVI-02)
	 May 2016


 May 2002
	Y.1541 v3.1 (2011)   
   Amd. 1 (12/2013)   
Y.1541 v3 (12/2011)
Y.1541 (05/2002) **

	4
	Intelligent Networks Capability Set 4
	PCC.I/RES. 1 (I-02) 
	  Dec 2002
	

	5
	ITU-T Y.2000-Series Recs for NGN (SG13)
	








PCC.I/RES. 264 (28-16) 









PCC.I/RES. 25 (III-03)
	 








May 2016
 








 Sept 2003
	Y.2000-Series,
(60 Recs added between 2004 and 2016) including: **
Y.2017 (09/2009)
Y.2019 (09/2010)
Y.2059 (07/2012)
Y.2066 (06/2014)

Y.2000-Series, including: **
Y.2001 (12/2004)
Y.2007 (01/2010)
Y.2011 (10/2004)
Y.2012 (04/2010)
Y.2021 (09/2006)
Y.2025 (07/2012)
Y.2091  (03/2011)

Y.2000-Series(2003)**

	6
	ITU-T Recommendation Q.1742.2 “ANSI-41 Evolved Core Network with CDMA2000 Access Network”
	PCC.I/RES. 264 (28-16) 

PCC.I/RES. 27 (III-03)
	May 2016
  
Sept 2003
	Q.1742.11(04/2014)  

Q.1742.2 **

	7
	ITU-T Recommendation Q.1741.2 “GSM Evolved UMTS Core Network with UTRAN Access Network”

	PCC.I/RES. 264 (28-16) 


PCC.I/RES. 28 (III-03)
	May 2016
 

Sept 2003
	Q.1741.9 (06/2015)  Release 11

Q.1741.2 **

	8
	ITU-T Rec. H.323 “Packet-Based Multimedia Communications Systems” 
	

PCC.I/RES. 264 (28-16) 


PCC.I/RES.44 (IV-04)
	 

May 2016
 

March 2004
	H.323 v8 (3/2022)

H.323 v7 (12/2009)**

H.323 (07/2003) **

	9
	Security Architecture for Systems Providing End-to-End Communications (ITU-T Rec. X.805)
	PCC.I/RES. 45 (IV-04)
	 March 2004
	

	10
	Security Architecture for the Internet Protocol (IPsec)
	

PCC.I/RES. 46 (IV-04)
	  

March 2004
	RFC4301(12/2005) Updated by RFC 6040, RFC 7619

RFC 2401 (11/1998)**
Obsoleted by RFC 4301

	11
	Interworking Between SIP and BICC Protocols or ISUP (Rec. Q.1912.5)
	
PCC.I/RES. 55 (V-04) 
	 
 Sept 2004
	Q.1912.5  (01/2018)
Q.1912.5  (3/2004) **

	12
	SIP: Session Initiation Protocol
	

PCC.I/RES. 68 (VI-05) 
	

April 2005
	RFC 3261  (2002-2007)

RFC 3261 has been updated (not obsoleted) by 20 additional RFCs (2004-2013)

	13
	ITU-T Rec. G.993.2, “VDSL2: Very High Speed DSL-2 Transceivers”

	

PCC.I/RES. 264 (28-16)

PCC.I/RES. 98 (IX-06)
	

 May 2016
 
 Sept 2006
	 G.993.2v4 (2/2019)  

G.993.2v3 (1/2015)** 

 G.993.2 (2/2006)**   

	14
	ITU-T Rec. J.122,  “Second-Generation Transmission Systems for Interactive Cable Television Services – IP Cable Modems” 
	PCC.I/RES. 264 (28-16)

PCC.I/RES. 99 (IX-06)
	 May 2016

 Sept 2006
	 J.122 (12/2007) 	
 J.122 (12/2002) **

	15
	Internet Protocol Version 6 (IPv6)


	



PCC.I/RES.100 (IX-06) 
	 



 Sept 2006
	RFC8200 Internet Standard: STD-86 (07/2017)

RFC2460 (12/1998) Obsoleted  by RFC 8200

	16
	E.164 to Uniform Resource Identifiers (URI) Dynamic Delegation Discovery System (DDDS) Application (ENUM) 


	PCC.I/Res. 264 (28-16) 






PCC.I/Res. 116 (XI-07)
	 May 2016
 
 




Sept 2007
	RFC6116   Proposed Standard (03/2011)

RFC6117   IANA Registration of Enum services (03/2011)

RFC 3761 **
((04/2004)

	17
	ITU-T Rec. E.106, “International Emergency Preference Scheme for Disaster Relief Operations”
	PCC.I/RES. 130 (XII-08) 
	  March 2008
	

	18
	ITU-T Rec. E.107, “Emergency Telecommunications Service (ETS) and Interconnection Framework for National Implementations of ETS” 
	PCC.I/RES. 131 (XII-08) 
	  March 2008
	

	19
	ITU-T Recommendation Y.1910, “IPTV Functional Architecture”
	PCC.I/RES. 145 (XIV-09) 

	May 2009
	

	20
	ITU-T Recommendation Y.2270, “NGN Identity Management Framework”
	PCC.I/RES. 146 (XIV-09) 

	May 2009
	

	21
	ITU-T Recommendation L.75 ”Test acceptance and maintenance methods of copper subscriber pairs “
	PCC.I/RES 162 (XVI-10)
	May 2010
	

	[bookmark: _Hlk479628018]22
	ITU-T Recommendation G.9701  “Fast Access to Subscriber Terminals – Physical Layer Specification
	

PCC.I/RES 244(XXVI-15)
	

May 2015
	G.9701v2 (3/2019)

G.9701 (12/2014) **


	23
	ITU-T Recommendation H.265 “High Efficiency Video Coding”
	

PCC.I/RES 252
(XXVII-15)
	

Sept 2015
	H.265 v8 (8/2021)

H.265 v3 (4/2015)**

	24
	[bookmark: _Hlk514768656]ITU-T Recommendation G.989-Series, “Next Generation Optical Networks: 40-Gbit-Capable Passive Optical Networks (NG-PON2) ”



	





PCC.I/RES 286
(XXXI-17)
	





Aug 2017
	G.989 v1 (10/2015)
G.989.1 v1.1 (8/2015)
G.989.2 v2 (10/2020)
G.989.3 v2 (10/2015)

G.989 v1 (10/2015)

G.989.2 v1.2 (8/2017)**
G.989.3 v1 (11/2016)**






[bookmark: _Toc133460507]Resolutions (for Endorsement)
[bookmark: _Toc510606616][bookmark: _Toc510606772][bookmark: _Toc510606914][bookmark: _Toc510607171][bookmark: _Toc510607233][bookmark: _Toc510606617][bookmark: _Toc510606773][bookmark: _Toc510606915][bookmark: _Toc510607172][bookmark: _Toc510607234]PCC.I/RES.104 (XIV-01), Gateway Control Protocol
PCC.I/RES.105 (XIV-01), Intelligent Networks Capability Set 3
[bookmark: _Toc11837861]PCC.I/RES.155 (XVI-02), Network Performance objectives for IP-based Services
[bookmark: _Toc28166819][bookmark: _Toc29712359]PCC.I/RES.1 (I-02), Intelligent Networks Capability Set 4
PCC.I/RES. 25 (III-03), ITU-T Y.2000-Series Recs for NGN (SG13)
PCC.I/RES.027 (III-03), ANSI-41 Evolved Core Network with CDMA2000 Access Network
PCC.I/RES.028 (III-03), GSM Evolved Core Network with UTRAN Access Network
PCC.I/RES.044 (IV-04), Packet-based Multimedia Communications Systems
PCC.I/RES.045 (IV-04), CSD for ITU-T Recommendation X.805, “Security Architecture for Systems Providing End-to-End Communications
PCC.I/RES.046 (IV-04), Security Architecture for the Internet Protocol
PCC.I/RES.055 (V-04), CSD FOR Q.1912.5 – Interworking between Session Initiation Protocol (SIP) and Bearer Independent Call Control protocol or ISDN User Part
PCC.I/RES.68 (VI-05), Session Initiation Protocol
PCC.I/RES. 98 (IX-06), ITU-T Rec. G.993.2, VDSL2: Very High Speed DSL-2 Transceivers
PCC.I/RES.99 (IX-06), ITU-T Rec. J.122,  “Second-Generation Transmission Systems for Interactive Cable Television Services – IP Cable Modems”
PCC.I/RES.100 (IX-06), Internet Protocol Version 6 (IPv6)
PCC.I/Res. 116 (XI-07), E.164 to Uniform Resource Identifiers (URI) Dynamic Delegation Discovery System (DDDS) Application (ENUM)
PCC.I/RES. 130 (XII-08), ITU-T Rec. E.106, “International Emergency Preference Scheme for Disaster Relief Operations”
PCC.I/RES. 131 (XII-08), ITU-T Rec. E.107, “Emergency Telecommunications Service (ETS) and Interconnection Framework for National Implementations of ETS”
PCC.I/RES. 145 (XIV-09), ITU-T Recommendation Y.1910, “IPTV Functional Architecture”
PCC.I/RES. 146 (XIV-09), ITU-T Recommendation Y.2270, “NGN Identity Management Framework”
PCC.I/RES. 162 (XVI-10), ITU-T Recommendation L.75, ”Test acepptance and maintenance methods of copper subscriber pairs ”
PCC.I/RES 244 (XXVI-15),  ITU-T Recommendation G.9701  “Fast Access to Subscriber Terminals – Physical Layer Specification”
PCC.I/RES 252 (XXVII-15), ITU-T Recommendation H.265 “High Efficiency Video Coding”
PCC.I/RES 264 (XXVIII-16), “En Bloc Endorsement of Updated Reference Texts for Standards Previously Endorsed by CITEL PCC.I”
PCC.I/RES 286 (XXXI-17), ITU-T Recommendation G.989-Series, “Next Generation Optical Networks: 40-Gbit-Capable Passive Optical Networks (NG-PON2)”

[bookmark: _Toc77434440]
*****

[bookmark: _Toc143927513][bookmark: _Toc144113421][bookmark: _Toc144284441][bookmark: _Toc144284771][bookmark: _Toc144521871][bookmark: _Toc144522123][bookmark: _Toc144522240][bookmark: _Toc144524343][bookmark: _Toc144529025][bookmark: _Toc144529448][bookmark: _Toc144535462][bookmark: _Toc144545976][bookmark: _Toc144546127][bookmark: _Toc133460508]Acronyms and Abbreviations

3GPP	Third Generation Partnership Project
3GPP2	Third Generation Partnership Project 2
ADSL	Asymmetric Digital Subscriber Line
ADSLAM	Asymmetric Digital Subscriber Line Access Multiplexor
API	Application Programming Interface
APM	Application Transport Mechanism 
ATM	Asynchronous Transfer Mode
BICC	Bearer Independent Call Control
B-ISDN	Broadband ISDN
CCS7	Common Channel Signaling #7
CPE	Customer Premises Equipment 
CS1	Capability Set One 
Diff-Serv	Differentiated Services
DOCSIS	Data Over Cable Service Interface Specification
DQoS	Dynamic Quality of Service
DSL	Digital Subscriber Line
GSTN	General Switched Telephone Network
HDSL	High-bit-rate DSL
HFC	Hybrid Fiber-Coax Cable
HTTP	HyperText Transfer Protocol
IETF	Internet Engineering Task Force
IKE	Internet Key Exchange
IP	Internet Protocol
IPSec	IP Security protocol
IPv6	IP Version 6 protocol
ISDN	Integrated Service Digital Network
ISUP	ISDN User Part
ITU	International Telecommunications Union
JAIN	Java API for Integrated Networks
MEGACO	Media Gateway Control Protocol
MIME	Multipurpose Internet Mail Extensions
MGC	Media Gateway Controller, also know as Softswitch, Call Agent, or Call Server
MPLS	Multi-Protocol Label Switching
MTP	Message Transfer Part
NGN	Next Generation Network
OPE	Open Programmability Environment
PSTN	Public-Switched Telephone Network
QoS	Quality of Service
RFC	Request For Comments
RMI	Remote Method Invocation
RSVP	Resource Reservation Setup Protocol
RTP	Real-time Transport Protocol
RTCP	Real-time Control Protocol
SCTP	Stream Control Transmission Protocol
SDO	Standards Development Organization
SDP	Session Description Protocol
SDSL	Single-line Digital Subscriber Line
SGML	Standard Generalized Markup Language
SIP	Session Initiation Protocol
SIP-T	SIP-Telephony
SIP-I	SIP with the MIME encoding of ISUP
SNMP	Simple Network Management Protocol
VDSL	Very high speed DSL
VoIP	Voice over IP
xDSL	Placeholder for any one of a family of Digital Subscriber Line Technologies
XML	Extended Markup Language


**********
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