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INVITATION TO MEMBER STATES TO CONSIDER REPORTS DEVELOPED IN ITU-D 
STUDY GROUP 1, Q22/1 (CYBERSECURITY) ON NATIONAL COMPUTER SECURITY 

INCIDENT RESPONSE TEAMS (CSIRTS) AND PUBLIC-PRIVATE PARTNERSHIPS 
 
 

The XXII Meeting of the Permanent Consultative Committee I: Telecommunications/Information and 
Communication Technologies (PCC.I), 
 
DECIDES: 
 
To invite Member States to consider recent reports developed in Study Group 1 of the International 
Telecommunication Union Development of Telecommunications Sector (ITU-D), Q22/1 (Cybersecurity) 
on national computer security incident response teams (CSIRTs) and public-private partnerships.  (These 
reports may be viewed on the ITU-D website (a TIES account. With user name and password is needed).   
  
 Q22/1 reports about national computer security incident response teams (CSIRTs):  
 

 CCP.I-TIC/doc.2909/13: Building a national computer security incident management capability. 
This report can be found on the ITU website at <http://www.itu.int/md/D10-RGQ22.1.1-C-0006>  

 
 CCP.I-TIC/doc.2908/13: Managing a national CSIRT with critical success factors.  This report can 

be found on the ITU website at <http://www.itu.int/md/D10-RGQ22.1.1-C-0007>  
 
 CCP.I-TIC/doc.2911/13: Course materials for training on the establishment of a national CIRT.  

This report can be found on the ITU website at <http://www.itu.int/md/D10-SG01-C-0193>  
 
 There is one Q22/1 report available about Public-Private Partnerships 
 

 CCP.I-TIC/doc.2910/13: Best Practices for a national approach to cybersecurity:  public-private 
partnerships.  This report can be found on the ITU website at <http://www.itu.int/md/d10-SG01-
C-0100>   
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