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CITEL CYBER SECURITY UPDATE 

 
The VI Meeting of Permanent Consultative Committee I: Telecommunication Standardization, 
   
RECOGNIZING: 
  
a) That ensuring the safety and security of networked information systems (cybersecurity) is a priority 
item for our hemisphere;  
 
b) That ubiquitous and secure information networks play an important role for the critical infrastructure 
of all OAS Member States, their economies and their societies, and 
 
c) That communication networks presently being designed and standardized can  take into account 
technologies and techniques to ensure their robustness and harden their resilience to cyber attacks,  
   
CONSIDERING: 
  
That CITEL, through its partnering with the private sector on issues in its areas of responsibility, and through 
its Work Plan for advanced network issues, and in particular cybersecurity, can make an important contribution 
by both raising awareness of critical issues potentially impacting the Region and refining its work plans in these 
areas through facilitation of focused discussion and information sharing, 
  
 RESOLVES: 
  
To create a Technical Notebook on Cyber Security to provide a formalized means of maintaining Cyber Security 
information that will be available to CITEL PCC.I members for discussion and future reference. 
 
INVITES: 
  
The Working Group on Advanced Network Technologies and Services to  
 

1. develop the scope of the Cyber Security Technical Notebook,   
2. develop a Table of Contents to organize Cyber Security information within the Notebook, and 
3. populate the Technical Notebook with relevant Cyber Security material by 

i. consolidating relevant information already contributed to CITEL PCC.I, and 
ii. reviewing and recommending new additions to the Notebook 
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