CONCLUSIONS AND RECOMMENDATIONS. THIRD MEETING OF MINISTERS OF JUSTICE OR OF MINISTERS OR ATTORNEYS GENERAL OF THE AMERICAS 

(March 1 to 3, 2000   San José, Costa Rica)
At the close of discussion on the various agenda items, the Third Meeting of Ministers of Justice or of Ministers or Attorneys General of the Americas, convened in the OAS framework through resolution AG/RES. 1615 (XXIX-O/99), approved the following conclusions and recommendations, to be presented, through the Permanent Council of the OAS, to the thirtieth regular session of the General Assembly.
Cyber crime 
The Third REMJA, mindful of the recommendations made by the Group of Government Experts on Cyber Crime that met at OAS headquarters in May and October, 1999, urges member states of the OAS to:

· Identify one or more agencies within their country that will have primary authority and responsibility to investigate and prosecute cyber crime; 

· Take steps to enact legislation covering cyber crime, if they have not already done so; 
· Make every effort to harmonize their laws on cyber crime in such a way as to facilitate international cooperation in preventing and combating these illicit activities; 

· Determine their training needs in the area of cyber crime and explore bilateral, regional, and multilateral cooperation mechanisms to meet those needs; 

· Consider the possibility of becoming members of the 24-Hour/7-Day a Week Point of Contact Group, or participating in other existing mechanisms for cooperation or the exchange of information in order to initiate or receive information; 

· Take steps to heighten awareness of this issue among the general public, including users in the education system, the legal system, and the justice system regarding the need to prevent and combat cyber crime; 

· Consider various measures, including setting up a Voluntary Specific Fund, to support efforts to expand cooperation on this matter in the Hemisphere; 

· Promote, in the framework of the OAS, the exchange of information on cyber crime and dissemination of information regarding activities in this field, including the OAS Web page on the subject; 

· Ensure follow-up to the implementation of the recommendations of the Group of Government Experts in the framework of the OAS, taking into account the need to prepare guidelines to orient national efforts in the field of cyber crime through, for instance, the development of model legislation or other pertinent legal instruments and training programs. 
