3. (1) Except as provided in this section, a person who intentionally intercepts a communication in the course of its transmission by l1leans of a telecommunications system commits an offence and is liable on summary conviction to a fine not exceeding five million dollars and to Imprisonment for a term not exceeding three years. 

(2) A person does not commit an offence under this section if ~ (a) the communication is intercepted in obedience to a warrant issued by a Judge under section 6; (b) the communication is not intercepted in obedience to a warrant issued by a Judge under section () but on the authority of" a designated officer in the case of a national emergency or In responding to a case where approval for a warrant is impracticable having regard to the urgency of" the case. 

(3) The Court by which a person is convicted of an offence under this section may order that any device used to intercept a communication in the commission of the offence shall be forfeited and disposed of as the Court thinks fit.
(4) For the purpose of subsection (j), a communication shall be taken to be in the course of transmission by means of a telecommunications system at any time when the system by means of which the communication is being or has been transmitted is used for storing the communication in a manner that enables the intended recipient to collect it or otherwise have access to it.
