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December 12-13, 2016  
Washington, D.C.

AGENDA

1. Background and development of the mandates of the Working Group.\(^1\)
2. Technology challenges in the prevention, investigation, and prosecution of Cybercrime.\(^2\)
3. The OAS Cybercrime training program.\(^3\)
4. International legal frameworks for combating Cybercrime.\(^4\)
5. Importance of an effective legislation in fighting Cybercrime.\(^5\)
6. Cooperation between the authorities responsible for the investigation and prosecution of Cybercrimes and the private sector.\(^6\)
7. Challenges and best practices in international legal cooperation against Cybercrime.\(^7\)
8. Recent national developments in the area of cyber-crime.\(^8\)

---

1. Topic included pursuant to paragraphs 2 and 8 of the Recommendations from the VII I Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1), available at:  
(http://www.oas.org/juridico/PDFs/VIIcyb_recom_en.pdf)
2. Topic included pursuant to paragraphs 2 and 3 of the Recommendations from the VIII Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1).
3. Item included pursuant to paragraph 16 of the Recommendations from the VIII Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1).
4. Topic included pursuant to paragraph 12 and 13 of the Recommendations of the VIII Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1).
5. Topic included pursuant to paragraph 3 and 4 of the Recommendations from the VIII Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1).
6. Topic included pursuant to paragraph 14 of the Recommendations from the VIII Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1).
7. Topic included pursuant to paragraph 9 of the Recommendations of the VIII Meeting of the Working Group (document CIBER-VIII/ doc.4/14 rev. 1).
8. For the development of this item on the agenda, Delegations are invited to briefly present a report on the developments that have taken place in their respective States; or experiences (positive or negative) that they have had and which may be of interest to other States; as well as problems or difficulties that they have or have had and with respect to which they would like to know of available information or the developments or experiences (positive or negative) of other States in relation to the prevention or investigation of cybercrimes.