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STATEMENT OF WORK (SOW)

The Statement of Work is broken down for each of the Partner Institution as follows: 

Part A – 
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Part B - 
Statement of Work of The Inter-American Development Bank (“IDB”) 

Part C - 
Statement of Work of Organization of American States (“OAS”) 

Part D - 
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Part A

Statement of Work

of

The International Bank for Reconstruction and Development

EXECUTIVE SUMMARY

The International Bank for Reconstruction and Development (IBRD), the International Finance Corporation (IFC), the Multilateral Investment Guarantee Agency (MIGA), and the International Development Association (IDA), collectively known as the World Bank Group (WBG), is a public international organization with Headquarters located in Washington, DC, and field offices in 160 countries. The World Bank’s goal is to reduce poverty and improve living standards by promoting sustainable growth and investments in people. The Bank provides loans, technical assistance, and policy guidance to help its developing-country members achieve this objective. 


The World Bank Group is entering into a multi-year, indefinite delivery and indefinite quantity (IDIQ) type
 contract with a firm specializing in the supply of office products. Offeror will: 

· Possess a progressive and proactive management.

· Provide value engineering to reduce costs to the Bank for office supplies.

· Provide innovative solutions to the work requirements that offer seamless delivery of services emphasizing simplicity to the staff member ordering supplies. 

· Demonstrate a commitment to quality standards and systems.

· Provide automated systems for management information, monitoring contract compliance.

· Assure quality and best-value throughout the process.

The approximate yearly volume indicators for the purchase of office supplies are: 20,000 orders placed annually, dollar volume of $5 million annually, and 5 lines per order.
SECTION 1.
OVERVIEW

1.1
Goals:
The Bank’s overall goal is to continue to have a stockless program and maintain or improve service levels with a reduction to administrative and overall costs for this service.
1.2
General Requirements: The requirement is for the Offeror to maintain a general inventory of commercially available office supplies, as well as the Bank’s proprietary office supply items including forms, envelopes and stationery and a wide range of non-contract office supply items (excluding furniture and most computer peripherals), and to make that inventory available to Bank staff located in all Bank-owned or -leased buildings within 48 hours of a request (orders should be delivered to the Landover Service Center within 24 hours and to staff members’ offices within 48 hours). Orders for overseas offices are to be packaged for shipping and delivered to the Landover Service Center. 

SECTION 2.
ORDERING

2.1
Order Placement: The Offeror will be required to service orders from any authorized requester within the Bank to include orders submitted by HQ staff as well as Country Office staff. Orders will be submitted by users through Offeror’s customized web site for the Bank. Order placement will originate through the World Bank eServices portal.

2.2
Ordering Capabilities:
Orders which are completed through Offeror’s web site by 3:00 p.m. on one day are to be delivered to the Bank’s Landover Service Center the next business day. Offeror’s web based ordering system must have the capability for Bank staff to query the status of submitted orders. The web site shall be available seven days a week, twenty-four hours a day, for order placement and inquiry. The web site must be accessible worldwide for Bank staff. Staff should receive an email acknowledgement confirming that the order has been received and is being processed.

2.3
Catalogs:
The Offeror is required to provide an office supplies catalog with pictures and descriptions of each item, both on paper and on their web site. Contract items will be available on demand through the Offeror’s web site (for additional information on web-based catalogs see paragraph 8.3), and should include photos of each item. These services shall be performed at no cost to the Bank.

SECTION 3.
INVENTORY

3.1
Standard Inventory: The standard inventory of office supply items which will form the basis of the contract will include, but not be limited to: all items from the Contract Price List as stated in Annex B of this contract; special Bank required office products; and custom Bank items and generally commercial office supplies. Substitute or alternative products or items will not be accepted or allowed without clearance from Bank’s Contract Manager (CM). 

3.2
Changes to Standard Inventory: The Bank must be responsive to changing requirements in the workplace and how these changes impact the standard item inventory either through changes to individual items, or by addition or deletion of items. The Offeror will be responsible for liaison with the Bank CM before the reordering of all custom items. Some custom items may be deemed obsolete by the Bank before stocks are exhausted. It will be the responsibility of the Bank to reimburse the Offeror for the cost of such obsolete custom items. 

3.3
Non-standard Inventory: In addition to the standard items described in paragraph 3.1, the Offeror will be required to provide “non-standard items,” excluding furniture, office technology equipment, and other items designated by the Bank. Non-standard items for inclusion in the contract must be approved by the Bank’s CM. All items found in Offeror’s catalog and not part of Standard Inventory shall be priced based upon the Percentage Discount Categories in Annex B of this contract

3.4
Forms Management:
 The Offeror will be required to purchase stock (where appropriate) and distribute Bank forms, envelopes and letterhead. Any modifications or changes to forms, envelopes, letterhead, pads and complimentary slips and orders for replenishment must be cleared by the Bank. Printing artwork for Bank forms will be provided to the Offeror. Artwork for other items will be the responsibility of the Offeror. The Offeror will also be required to provide individualized stationery and rubber stamps on a demand basis.

3.5
Inventory Capabilities: The Offeror must have the following inventory capabilities:


3.5.1
Bank core items stocked to achieve 98% line fill.


3.5.2
Non-core items available to achieve 94% line fill.

3.6
Returns/Credits: The Offeror will accept returns on items against orders up to 30 days after the order has been received by the user. A credit for those items will be made to the purchasing card used to place the original order. Returns will be coordinated through the Offeror’s customer service representatives. Returned items not meeting these criteria will be processed without credit. Returns shall be picked up at the desktop of the Bank staff returning the item(s). Returns shall be picked up and processed at no cost to the Bank.

3.7
Backorders: In the event backorders occur, backordered items are required to be delivered within 72 hours of order placement. Billing for backordered items will be made after items have been delivered to the Bank. If an order is placed with only one line item, and that particular product is on backorder, the customer must be able to ascertain that information from the web site, or the Offeror must telephone the customer within 36 hours.

3.8
Bank Custom Item Units of Issue: The Offeror, with Bank’s CM’s approval, is authorized to change item unit of issue to provide the most efficient quantities for distribution.

SECTION 4.
CORPORATE SOCIAL RESPONSIBILITY

World Bank procurement practices seek to promote opportunities for access and growth of minority, women, and disabled owned business enterprises (MWDBE). The primary objective of the Corporate Procurement Supplier Diversity initiative is to increase participation of MWDBE in World Bank Group contracts by direct contracting and by working with World Bank Group prime Contractors (first tier vendors) to help them expand their subcontracting of World Bank Group related business to MWDBE firms (second tier). 
4.1
Recycling: In all instances, Offeror is encouraged to use recycled materials and content. 

4.2
To support the Bank’s environmental objectives, the Offeror will be responsible for identifying all items for which a “green” alternative exists in the market and making these items available on the Offeror’s web site for Bank staff. The Bank reserves the right to change any of the contract items, either exclusively, or in addition to “non-green” alternatives. All “green” items are to be clearly identified as such on the web site and in the product catalog. There is to be no cost to the Bank for these services.

4.3
Laser Printer Cartridges: Returns will be picked up by the Offeror at the designated collection points. There will be no cost to the Bank for this service. The remanufactured cartridges must meet the following specifications:


4.3.1
Replaced with high quality long life drum.


4.3.2
Proper sealing system to eliminate toner leakage.


4.3.3
Include replacement wand/felt and corona cleaning swab.

4.3.4
Each cartridge must be enclosed in a sealed light-proof bag. Instruction sheets detailing return shipments must be included. Packaging must be adequate to protect the cartridge during shipping and handling and should properly identify the type of cartridge contained and special storage requirements.

4.3.6
The Offeror will be required to guarantee that each cartridge will be free of defects, and that under normal use the replacement printer cartridges will not cause damage, abnormal wear, or deterioration to compatible equipment. The Offeror shall be liable for cost of repair or replacement of Bank equipment damaged because of faulty cartridges. Offeror shall replace or refund the price of any cartridge found to be defective. 
SECTION 5.
DISTRIBUTION AND DELIVERY

5.1
Delivery Requirements (See Exhibit G for Building Locations): The delivery requirement is for orders completed by 3 p.m. to be delivered on the next business day to the Landover Service Center. The order must have a delivery label with the following information:

· Offeror’s company name

· Name of the person who placed the order

· Telephone number of the person who placed the order

· Room number of the person who placed the order

· Offeror’s unique order number (this number shall be provided to the person who placed the order at the time the order is completed on the Offeror’s website.)

· Offeror’s contact telephone number for customer service

· If the order has multiple pieces, the order must be labeled “1 of …..”

Any order not so labeled above may be rejected.

Orders shall be packed into lockable rolling cages or wrapped on pallets. The orders for each building must be grouped together. The Bank shall transport the cages and or pallets to the designated loading dock of the Bank. Offeror staff shall take possession of the delivery at the loading dock and make final delivery to the desktop of the designated Bank staff. A storage room will be provided to the Offeror in the J building for use. 

The delivery route is as follows:

· J building loading dock for orders to:

· MC, J, U, G buildings

· H building loading dock for orders to H building

· IFC building loading dock for orders to the IFC

· I building loading dock for orders to the I and P buildings

· C building loading dock for orders to the C building

· IMF loading dock for order to the IMF

· Business Continuity Center in Sterling, VA

· Landover Service Center in Landover, MD

All cages and pallets must be tamper proof as there will be no Bank staff on hand to receive deliveries at the loading docks.

All required information for the delivery label shall be provided to the Offeror during implementation.

The items may not be loose. Each delivery must be in a sealed box or envelope. OEM packaging is acceptable. 

Historically, three to five delivery personnel are needed daily, depending on the volume of orders. A small number of deliveries may be made to the two IMF buildings for joint Bank and IMF staff. All delivery requirements shall apply to these orders. There shall be no additional cost to the Bank for these services. 

Delivery receipts must be obtained. Reasonable provisions for staging will be made at the “J” building loading dock. Offeror delivery personnel will require Bank security clearance. Delivery personnel will be expected to: 

· prepare orders and documentation for international shipping;

· act as a liaison between end users and customer service. 

· accept returns and secure them in lockable cages for transport back to the  Offeror

Delivery personnel are required to be pleasant and customer-service oriented, or Offeror will have to replace them. Occasionally there is a request for delivery to other than the Bank’s campus, but within the greater Washington metropolitan area. There is to be no cost to the Bank for these services. 

5.2
Resident Mission Requirements: Supply orders for the Bank’s resident missions must be securely packed to avoid breakage in cartons of a size no greater than 12 inches by 12 inches by 24 inches. These orders are generally sent overseas through the Bank’s Diplomatic Pouch service.. Delivery of large shipments should be coordinated with the Bank’s Outgoing Mail Unit. Orders shall be separated by either “Diplomatic Pouch” or “Freight,” – this would depend on the size of the order. There will be no charge to the Bank for these services. 

Offeror will deliver the order to the Bank for shipment. All international orders must be: double checked for accuracy, repacked to avoid damage, and staged so any/all back orders clear (ship complete) prior to leaving Offerors’ warehouse. All Bank documentation must be completed at that time. It is mandatory that the labels must include the name of the city, country AND organization. There will be no charge to the Bank for these services.

. Items for delivery to country offices shall be staged either through the Bank’s shipping agent or delivered to the Bank’s warehouse. Packaging and staging of orders for delivery to country offices shall be at no cost to the Bank. 

There shall be desk top delivery for Headquarters’ orders, pickups from desktops for return orders and the delivery of orders for shipments to country offices will be performed at no cost to the Bank.

SECTION 6.
BILLING

6.1
Billing Capabilities:
Users will charge orders against a purchasing card. The current card is a MASTER CARD issued by CITI. All orders are placed on a single purchasing card. Offeror must report level 3 data on all packages.

6.2
Credits: All credits for returns, damaged goods etc. shall be made to the purchasing card used to place the original order.
SECTION 7.
MANAGEMENT REPORTING REQUIREMENTS

7.1
Quality Assurance Program: Quality is a prime concern of the Bank in providing this service. The supplier should be committed to a quality management program. The Bank, along with the Offeror, will focus on meeting or exceeding customer expectations, contract compliance, value analysis, price structures, developing strategies to handle future needs, evaluating performance and identifying areas for continued improvement. The Offeror will conduct a biannual client survey. The results of the survey will be reviewed with the CM. The Offeror shall address concerns raised by the survey and by the CM and implement solutions to address the concerns. 

7.2
Reporting Requirements: The Offeror will be responsible for providing the Bank with reports on all transactions. These reports would include all standard and non-standard item purchases and prices. Report formats must be approved by the Bank in advance of the first submission. Reports will include, but not be limited to, the following:

Monthly and Year to Date:

7.2.2
Number of orders and lines processed, broken down by type of order.

7.2.3
Order/line fill rate and number of backorders per month.

7.2.4
Delivery turnaround time.

7.2.5 
Credit and return detail.

7.2.6
Bank business unit detail.

7.2.7
Number of orders and lines processed, broken down by type of commodity, such as: , , dated products, filing supplies, , loose leaf office supplies, office equipment, office supplies, paper products, portfolio cases, printing, promotion products, toner, writing instruments and other products. 

7.2.8
Item order history summary.

Quarterly and Year to Date:

7.3.1
The Offeror will be responsible for providing the Bank with reports for inventory control purposes and to measure other buying trends. Reports will include but not be limited to the following:

7.3.2
Utilization of recycled products (including Cost Center summary information). Total monies spent on recycled, green products and the percentage that represents of total Bank sales.

7.3.3
General reports of products purchased. 

SECTION 8.
SYSTEMS REQUIREMENTS

8.1
General: The Bank’s requirement is that systems communications with the Offeror will be through the Offeror’s web site. The internet site must be compatible with Microsoft Internet Explorer. version 6.0.29. Offeror shall insure that the Offeror’s web site is compatible with future releases of Microsoft Internet Explorer. 

8.2
Billing: The Offeror will accumulate data on all completely satisfied orders and invoice the Purchasing Card Company the appropriate amount. Credits will be made to the appropriate Purchasing Card from any returns or adjustments. The Offeror shall be responsible for the integrity of the data until it reaches the Bank’s P-card Offeror (currently CITI). It shall be the responsibility of the Offeror to re-create any missing data from the data feed. The Bank shall not be responsible for payment of charges that do not have complete data. 

The World Bank will use a single p-card for all Goods purchased through the website. 

The Offeror will be required to maintain a list of accounting codes that users will be able to select for each order. 

The Offeror , shall be required to pass the accounting information back to the Bank as part of the level 3 information. The accounting information may be up to a 7 digit code. Each order must contain a unique order number for tracking purposes. Any returns and or credits must reference the original order number and accounting information

The Offeror shall be responsible for the integrity of the data until it reaches the Bank’s P-card vendor (currently CITI). 

8.3
Catalogs: The Bank requires a web-based catalog for all items which will include the item number, full description, price information and unit of issue. It will be available to the staff through the Offeror’s web site. The Offeror will make all changes to their web based catalog. The Bank CM may require the Offeror to block items from ordering without further review or approval. 

8.4
System Operation: The Offeror’s Web page ordering system is expected to be in operation 24 hours a day 7 days a week. Offeror shall notify the Bank 7 days in advance of any scheduled down time. The Offeror is expected to maintain an up-time of 99% on a monthly basis and must have back-up procedures in the event of severe systems problems (outage of more than four (4) continuous hours).

8.5
Web site development: The Offeror shall develop and host a web site for World Bank staff to order items. With the assistance of the CM the Offeror will pre-populate certain fields with user selectable but non-modifiable values. Examples of the information are: delivery address; city, state, zip code, and mail stop numbers. Users shall only be able to specify delivery to defined locations. Users shall only be able to access the Bank’s web site from World Bank locations. All connections must originate from the worldbank.org internet domain. Connections from any other domain shall not be permitted.

8.6
Registration of New users: During the phase in process the Offeror shall accept an MS-Excel file from the Bank to auto create all the initial user accounts. Each user shall have its own account. This file will contain, but is not limited to: World Bank user id (WBupi), Division within the World Bank (WBG, IFC, MIGA, IDA) Name, street address, room number, phone number. The login id for the web site must be the World Bank user id.

8.6.1
Ongoing registration of new users: Offeror shall develop a method of online registration for new users. The method shall allow for self registration for staff with valid WBupi’s. 
8.7
Web site security: Web site must use at a minimum 128 bit encryption for all web communication that will pass confidential information over the internet. Offeror must provide detailed information concerning proposed encryption methods.

8.7.1
Firewall. Offeror shall describe in detail the internal firewall used to protect the data stored at the host site.

8.7.2
Corporate Security Plan. Offeror shall submit a copy of their corporate information technology security plan that must detail the means, methods and procedures used to protect systems utilized by the Offeror.

8.7.3
The World Bank’s Office of Information Security (OIS) will need to assess the security safe-guards on the Ordering or Data storage Environment. The Offeror shall be prepared to provide technical, operational, informational and physical security information necessary to satisfy OIS.

8.7.4
Aside from the architecture, OIS will need to scan the site on quality assurance environment and provide formal Security Accreditation before the ordering environment is in Production. Subsequent code changes will require additional scanning and accreditation. OIS will also periodically scan the Ordering or Data storage Environment in Production. As per WBG Information Security policies, the Offeror is expected to remediate risk observations in a timely manner.

8.7.5
Offeror shall provide a high level of security and access control measures to prevent unauthorized access to the Ordering or Data storage Environment facilities and the servers.

8.7.6
Offeror shall provide state-of-the-art physical protection systems and related information security measures to protect the ordering environment, user data or any other related information or data transmitted through or stored on the Ordering or Data storage Environment servers, from unauthorized access. Offeror shall notify the WBG immediately of any known security breach, hole or incident that may compromise the confidentiality, integrity or privacy of WBG user data or any other related data.

8.7.7
Offeror must respond immediately to remedy any known security breach. On notification from WBG, Offeror must be able to immediately disable all or part of the functionality of the ordering environment should a security issue be identified. If some of the Ordering or Data storage Environment services are sub-contracted, the Offeror shall provide the necessary documentation ensuring that subcontractors follow all WBG information security requirements.

8.8
Information Security Requirements: Offeror(s) shall have the following:

8.8.1 Documented information security policies and procedures.

8.8.2 Service delivery infrastructure must have been assessed under SAS 70 (Type 1 or 2) or otherwise independently audited.

8.8.3 Security background checks including but not limited to personal reference checks, employment record verification, and criminal background checks for its employees.

8.8.4 Documented business continuity plans.

8.8.5 Return all Bank information in its possession and irretrievably delete same from its systems upon termination of the contract.

8.8.6 Documented change, configuration, user access, and patch management procedures.

8.8.7 Use malicious code and/or virus protection systems.

8.8.8 Have systems to monitor the availability, usage and response time for applications.

8.8.9 Employ filtering technologies to isolate each customer's data and connectivity from others.

8.8.10 Employ physical access controls for data center(s) used to house service delivery infrastructure.

8.8.11 Use environmental protection controls and infrastructure to adequately protect systems holding Bank data.

8.8.12 Give the Bank permission to perform vulnerability scanning at the application and infrastructure layers using automated tools.

8.8.13 Collect, maintain, and make available to the Bank relevant security and access logs including server and security device logs (firewall/WAF).

8.8.14 All third parties that provide service delivery in connection with this engagement must have been adequately vetted by the Offeror(s).

8.8.15 Offeror’s QA environment must be successfully tested before selection.

8.8.16 Not undertake any action which could compromise the confidentiality, integrity or availability of Bank information or information systems.

8.8.17 Responsible for logical security of the infrastructure (i.e. user accounts and passwords to servers, databases, etc.) and will share that information only with designated Bank representatives.

8.8.18 Security team must immediately notify the Bank in the event of any incident that could potentially compromise the confidentiality, integrity or availability of Bank information or information systems.

8.8.19 Abide by the Bank's Offeror security provisions, procedures and standards on award of contract.

8.8.20 A confidentiality agreement must be part of the contract between the Offeror(s) and the Bank.

8.8.21 On notification from the Bank, the Offeror(s) must be able to immediately disable all or part of the functionality of the application should a security issue be identified.

8.8.22 No individuals other than those authorized by the Bank should be given access to Bank information.

8.8.23 Virus protection software used by the Offeror(s) on Ordering or Data storage Environment systems at Offeror(s)’ locations must be kept up-to-date.

8.8.24 System Administrators must maintain complete, accurate, and up-to-date information regarding the configuration of the Bank’s systems. This information must be made available to designated Bank staff.

8.8.25 A patch management process that includes testing patches before installation on the Bank’s systems. Patch notifications must be communicated to Bank units.

8.8.26 Host and network intrusion detection must be employed by Offeror(s) where Bank systems are located.

8.8.27 All changes to system configuration, services enabled, and permitted connectivity must be logged and the logs must be retained for a Bank prescribed period of time.

8.8.28 All activity which might be an indication of unauthorized usage or an attempt to compromise security measures must be logged for systems that process or store sensitive information.

8.8.29 Log files must be protected to ensure confidentiality and integrity.

8.8.30 The Bank reserves the right to periodically audit the Offeror(s) to ensure compliance with the Bank’s security policy and standards.

8.8.31 Business Continuity Plan should include a strategy for infrastructure and information continuity and periodic continuity testing. Offeror must submit the activity logs of their continuity test for Bank review.

8.8.32 Disclose who among its personnel will have access to the Ordering or Data storage Environment.

8.8.33 Irretrievably erase all Bank information prior to the disposal of equipment storing such information.

8.8.34 Agree to adhere to the Bank’s information security policy for providers and Offerors performing services that require access to Bank information in the Ordering or Data storage Environment.

8.8.35 On an annual basis, Offeror(s) must provide the Bank with security vulnerability assessment reports conducted by a qualified independent auditor. The security vulnerability assessment report should cover applications supporting the Bank, as well as supporting databases, operating systems and network as applicable.

8.8.36 Assign a single point of contact for the resolution of information security related issues and notify the Sponsoring Business Unit and the Office of Information Security of the Bank in writing.

8.8.37 A Service Level Agreement must be a part of the contract between the Offeror(s) and the Bank, and should include the availability timeframe of services, contingency plans, timeframes for notification and recovery, problem escalation procedures, and scheduled maintenance times.

8.9
Technical Data: Offeror shall describe the method of development proposed for the web site. Description should include proposed language for development, sample screens for ordering and inquiry. Offeror shall include resumes of staff proposed to construct and maintain the web site.

SECTION 9.
DISASTER RECOVERY

9.1
Disaster Recovery Requirements:
The Bank requires that the Offeror be capable of continuing to provide service in accordance with the requirements of the contract in the event the Offeror’s normal place of business is threatened or devastated by a disaster or labor dispute. The Offeror should provide details of how their disaster recovery program would provide ongoing service on the contract.

SECTION 10. CUSTOMER SERVICE

10.1
Customer Service Representation:
The Offeror will provide customer service representation from 8:30 a.m. to 5:30 p.m., Eastern Standard Time, each working day, Monday through Friday. The responsibilities of the customer service team will include, but will not be limited to, the following:

Telephone Customer Service Representatives:

10.1.1
Answer customer queries from all end users. 

10.1.2
Coordinate pick up products or samples for custom jobs.

10.1.3
Assist on overseas shipments.

10.1.4
Assist in the returns process

10.1.5
Order of specialty items (stationery and rubber stamps), as well as specialty products not available in their web-based product. 

10.1.8
Expedite orders.

10.1.9
Contact end users to verify large quantities on orders are accurate. For example, user needs 500 envelopes, but ordered 500 boxes. Educate them on how to order the correct quantity needed.

10.1.10
Expedite back orders.

10.1.13
There must be a customer service team trained to specifically handle Bank business. The team shall have a direct telephone number for Bank staff to use and contact three to four customer service coordinators. These coordinators are to be completely familiar with the Bank’s account. These coordinators must be pleasant, customer service oriented, responsive and proactive. If they do not demonstrate these qualities, the Bank has the right to have them replaced with other Offeror personnel, who will serve Bank clients appropriately. If Bank staff receives voice mail on their call, staff must receive a return call within 2 hours. 

10.1.14
There must be a direct telephone number (different than those given for the Bank at large) to the Bank CM, for these 3 to 4 designated World Bank customer service coordinators. Calls from the Bank CM must be returned with 90 minutes.

10.1.15
Educate end users – step by step on all aspects of using the web based product.

Account Manager:

10.1.16
Offeror will assign an Account Manager to the Bank’s account, who is acceptable to the Bank’s CM. This Manager will spend a minimum of one hour twice a week with the CM, if requested. If the Offeror’s Account Manager is not acceptable to the CM, the Offeror will replace the person with another Account Manager acceptable to the CM. 

10.1.17
 Account Manager will meet with Bank staff on an as needed basis to review special requests, take samples, help source products and do special promotional product requests, etc.

10.1.19
Account Manager will be required to participate in monthly account business review meetings with CM, Bank Systems, Accounting and Procurement staff, and pertinent members of Offeror’s management to be conducted at the World Bank. The Offeror will write the minutes of all the meetings, and submit them to the CM for approval or revision. 

10.1.20
Account manager will conduct product trade shows with Offerors’ vendors such as productivity seminars and product demonstrations

10.1.21
Account Manager will review needs/produce custom reports for the Bank with regard to office product purchases, product purchase analysis, cost center purchase analysis, etc.

Purchasing: 

10.1.22
Obtain price quotes from print vendors for custom stock products which need to be reordered.

10.1.23
Fax the price quote with suggested quantity and pricing to Bank CM for approval, followed by a telephone call to inform CM of the fax of how many pages have been sent (in case fax is not received, CM would be alerted).

10.1.24
After CM approves price quotes, Offeror must place purchase orders with the vendors and have the product delivered to Offeror’s warehouse for stocking.

10.1.25
At Bank’s request, Offeror will process one time (non-stocked) print or promotional orders. Again, obtaining price quotes, faxing results for approval and placing purchase orders.

10.1.26
Offeror will conduct semi-annual inventory of custom products to ensure accurate reporting.

10.1.27
Offeror will work with their Strategic Accounts and IS departments to maintain accurate contract information for all products.

All of these above services will be performed at no cost to the Bank. 

10.2
Key Personnel: Offeror shall supply personnel for the Bank’s account. The shall include the Account Manager, Delivery Staff Supervisor and the three to four customer service coordinators effective on contract start date. Thereafter, those key personnel cannot be removed from serving Bank customers without written approval of the CM. 

10.3
Training: All Bank Transaction Processors (TPs), (approximately 1000) must be trained on the use of the Offeror’s web based product and ordering procedures. The Bank will provide a large conference room/auditorium for Offeror to perform training sessions. The Offeror shall schedule additional training and demonstrations as needed for new staff. 

The phase-in plan shall address the specifics (number of sessions, specifics concerning the training program, etc.) of how the Offeror plans to train Bank staff on ordering office supplies. Bank staff located outside of the Washington headquarters will also require training. Offeror should present possible methods of training for staff located offsite.

All staff must understand how to order, understand where the unit of measure is shown in relationship to the cost of one item, etc, returns, credits, where to place “deliver to” (name and room number) when different than the requestor, if an item is on backorder and shipment status, etc. Also when TPs order for delivery to country office(s), they must be shown where to include entire address and specify which Bank or IFC office on every order to be delivered outside Headquarters (HQ). (Some cities have both a Bank and an IFC office.) At the end of each demonstration, staff must be given a training guide and a quick reference guide for their desk. This handout must be customized by the Bank CM to ensure the clearest language for Bank staff. The training and handouts are to be free of charge to the Bank.

Part B 

Statement of Work 

of 

The Inter-American Development Bank (IDB)

1. INTRODUCTION
1.1.  Bank Overview

The Inter-American Development Bank (“Bank “and/or IDB) was established in December of 1959 to help accelerate economic and social development in Latin America and the Caribbean. Today, the Bank is a major catalyst in mobilizing resources for the region. The Bank is owned by its 48 member countries with headquarters in Washington, D.C. as well as Country Offices in each member country of Latin America and the Caribbean, and special offices in Europe and Asia. The Bank provides loans, technical assistance and policy guidance to further its goals of poverty reduction and sustainable development in the Latin American and Caribbean regions. The four official languages of the Bank are: Spanish, English, French and Portuguese. For more information about the Bank, please refer to the Bank’s website at www.iadb.org.

The IDB is entering into a multi-year, indefinite delivery and indefinite quantity (IDIQ) type
 contract with a firm specializing in the supply of office products. Offeror will: 

· Possess a progressive and proactive management.

· Provide value engineering to reduce costs to the Bank for office supplies.

· Provide innovative solutions to the work requirements that offer seamless delivery of services emphasizing simplicity to the staff member ordering supplies. 

· Demonstrate a commitment to quality standards and systems.

· Provide automated systems for management information, monitoring contract compliance.

· Assure quality and best-value throughout the process.

The approximate yearly dollar volume of $270,000.00
SECTION 1.
OVERVIEW

1.1
Goals:
The Bank’s overall goal is to continue to have a stockless program and maintain or improve service levels with a reduction to administrative and overall costs for this service.
1.2
General Requirements: The requirement is for the Offeror to maintain a general inventory of commercially available office supplies, as well as the Bank’s proprietary office supply items envelopes and a wide range of non-contract office supply items (excluding furniture and most computer peripherals), and to make that inventory available to the Bank staff within 24 hours of a request (orders should be delivered to the Bank’s Washington, DC locations typically

SECTION 2.
ORDERING

2.1
Order Placement: The Offeror will be required to service orders from any authorized requester within the Bank to include orders submitted by HQ staff as well as Country Office staff. Orders will be submitted by users through Offeror’s customized web site for the Bank. Order placement will originate through the IDB portal.

2.2
Ordering Capabilities:
 Orders which are completed through Offeror’s web site by 4:30 p.m. on one day are to be delivered to the Bank’s designated area the next business day. Offeror’s web based ordering system must have the capability for Bank staff to query the status of submitted orders. The web site shall be available seven days a week, twenty-four hours a day, for order placement and inquiry. The web site must be accessible for all authorized Bank staff. Staff should receive an email acknowledgement confirming that the order has been received and is being processed.

2.3
Catalogs: The Offeror is required to provide an office supplies catalog with pictures and descriptions of each item, both on paper and on their web site. For sustainability reason, the Bank prefers that staff use the web-base catalog and therefore will specify a limited number of paper catalogs to be provided. Contract items will be available on demand through the Offeror’s web site (for additional information on web-based catalogs see paragraph 8.3), and should include photos of each item. These services shall be performed at no cost to the Bank.

SECTION 3.
INVENTORY

3.1
Standard Inventory: The standard inventory of office supply items which will form the basis of the contract will include, but not be limited to: all items from the Contract Price List as stated in Annex B of this contract; special Bank required office products; and proprietary Bank items and generally commercial office supplies. Substitute or alternative products or items will not be accepted or allowed without clearance from Bank’s Contract Manager (CM). 

3.2
Changes to Standard Inventory: The Bank must be responsive to changing requirements in the workplace and how these changes impact the standard item inventory either through changes to individual items, or by addition or deletion of items. The Offeror will be responsible for liaison with the Bank CM before the reordering of all proprietary items. 

3.3
Non-standard Inventory: In addition to the standard items described in paragraph 3.1, the Offeror will be required to provide “non-standard items,” excluding furniture, office technology equipment, and other items designated by the Bank. Non-standard items for inclusion in the contract must be approved by the Bank’s CM. All items found in Offeror’s catalog and not part of Standard Inventory shall be priced based upon the Percentage Discount Categories in Annex B of this contract

3.4
Forms Management:
 The Offeror will be required to purchase stock (where appropriate) and distribute Bank envelopes. Any modifications or changes to envelopes, and orders for replenishment must be cleared by the Bank. Printing artwork for Bank envelopes will be provided to the Offeror. 

3.5
Inventory Capabilities: The Offeror must have the following inventory capabilities:


3.5.1
Bank core items stocked to achieve 98% line fill.


3.5.2
Non-core items available to achieve 94% line fill.

3.6
Returns/Credits: The Offeror will accept returns on items against orders up to 30 days after the order has been received by the user. A credit for those items will be made to the purchasing card used to place the original order. Returns will be coordinated through the Offeror’s customer service representatives. Returned items not meeting these criteria will be processed without credit. Returns shall be picked up at the designated Bank delivery and pick up location. Returns shall be picked up and processed at no cost to the Bank.

3.7
Backorders: In the event backorders occur, backordered items are required to be delivered within 72 hours of order placement. Billing for backordered items will be made after items have been delivered to the Bank. If an order is placed with only one line item, and that particular product is on backorder, the customer must be able to ascertain that information from the web site, or the Offeror must telephone the customer within 36 hours.

3.8
Bank Proprietary Item Units of Issue: The Offeror, with Bank’s CM’s approval, is authorized to change item unit of issue to provide the most efficient quantities for distribution.

SECTION 4.
CORPORATE SOCIAL RESPONSIBILITY

IDB procurement practices seek to promote opportunities for access and growth of minority, women, and disabled owned business enterprises (MWDBE). The primary objective of the Corporate Procurement Supplier Diversity initiative is to increase participation of MWDBE in IDB contracts by direct contracting and by working with World Bank Group prime Offerors (first tier vendors) to help them expand their subcontracting of World Bank Group related business to MWDBE firms (second tier). 
4.1
Recycling: In all instances, Offeror is encouraged to use recycled materials and content and to offer items that use minimal disposable packaging.

4.2
To support the Bank’s environmental objectives, the Offeror will be responsible for identifying all items for which a “green” alternative exists in the market and making these items available on the Offeror’s web site for Bank staff. Offeror should provide an easily accessible “green products” catalog within the main web-site catalog that show pricing benefit of choosing “green” items. The Bank reserves the right to change any of the contract items, either exclusively, or in addition to “non-green” alternatives. All “green” items are to be clearly identified as such on the web site and in the product catalog. There is to be no cost to the Bank for these services.

SECTION 5.
DISTRIBUTION AND DELIVERY

5.1
Delivery Requirements: The delivery requirement is for orders completed by 4:30 p.m. to be delivered on the next business day to the Bank’s designated location on the concourse level of 1300 New York Avenue. The order must have a delivery label with the following information:

· Offeror’s company name

· Name of the person who placed the order

· Telephone number of the person who placed the order

· Room number of the person who placed the order

· Offeror’s unique order number (this number shall be provided to the person who placed the order at the time the order is completed on the Offeror’s website.)

· Offeror’s contact telephone number for customer service

· If the order has multiple pieces, the order must be labeled “1 of …..”

Any order not so labeled above may be rejected.

Orders shall be packed into lockable rolling cages or wrapped on pallets or otherwise organized into easily managed and sorted groups by order. 

All required information for the delivery label shall be provided to the Offeror during implementation.

The items may not be loose. Each delivery must be in a sealed box or envelope. OEM packaging is acceptable. 

SECTION 6.
BILLING

6.1
Billing Capabilities:
Users will charge orders against their authorized purchasing card. The current card is a MASTER CARD issued by JP Morgan Chase. Offeror must report level 3 data on all packages.

6.2
Credits: All credits for returns, damaged goods etc. shall be made to the purchasing card used to place the original order.
SECTION 7.
MANAGEMENT REPORTING REQUIREMENTS

7.1
Quality Assurance Program: Quality is a prime concern of the Bank in providing this service. The supplier should be committed to a quality management program. The Bank, along with the Offeror, will focus on meeting or exceeding customer expectations, contract compliance, value analysis, price structures, developing strategies to handle future needs, evaluating performance and identifying areas for continued improvement. The Offeror will conduct a biannual client survey. The results of the survey will be reviewed with the CM. The Offeror shall address concerns raised by the survey and by the CM and implement solutions to address the concerns. 

7.2
Reporting Requirements: The Offeror will be responsible for providing the Bank with reports on all transactions. These reports will include all standard and non-standard item purchases and prices. Report formats must be approved by the Bank in advance of the first submission. Reports will include, but not be limited to, the following:

Monthly and Year to Date:

7.2.2
Number of orders and lines processed, broken down by type of order.

7.2.3
Order/line fill rate and number of backorders per month.

7.2.4
Delivery turnaround time.

7.2.5 
Credit and return detail.

7.2.6
Bank business unit detail.

7.2.7
Number of orders and lines processed, broken down by type of commodity, such as: , , dated products, filing supplies, , loose leaf office supplies, office equipment, office supplies, paper products, portfolio cases, printing, promotion products, toner, writing instruments and other products. 

7.2.8
Item order history summary.

Quarterly and Year to Date:

7.3.1
The Offeror will be responsible for providing the Bank with reports for inventory control purposes and to measure other buying trends. Reports will include but not be limited to the following:

7.3.2
Utilization of green products (including Cost Center summary information). Total monies spent on recycled and green products and the percentage that represents of total Bank sales.

7.3.3
 General reports of products purchased. 
SECTION 8.
SYSTEMS REQUIREMENTS

8.1
General: The Bank’s requirement is that systems communications with the Offeror will be through the Offeror’s web site. The internet site must be compatible with Microsoft Internet Explorer. version 7. Offeror shall insure that the Offeror’s web site is compatible with future releases of Microsoft Internet Explorer. 

8.2
Billing: The Offeror will accumulate data on all completely satisfied orders and invoice the Purchasing Card Company the appropriate amount. Credits will be made to the appropriate Purchasing Card from any returns or adjustments. The Offeror shall be responsible for the integrity of the data until it reaches the Bank’s P-card Offeror (currently JP Morgan Chase). It shall be the responsibility of the Offeror to re-create any missing data from the data feed. The Bank shall not be responsible for payment of charges that do not have complete data. 

The IDB will use P-cards for all Goods purchased through the website. Each authorized Bank staff has a P-card assigned to him/her to place orders.

The Offeror shall be responsible for the integrity of the data until it reaches the Bank’s P-card vendor (currently JP Morgan Chase). 

8.3
Catalogs: The Bank requires a web-based catalog for all items which will include the item number, full description, price information and unit of issue. It will be available to the staff through the Offeror’s web site. The Offeror will make all changes to their web based catalog. The Bank will require the Offeror to block items from ordering without further review or approval. 

8.4
System Operation: The Offeror’s Web page ordering system is expected to be in operation 24 hours a day 7 days a week. Offeror shall notify the Bank 7 days in advance of any scheduled down time. The Offeror is expected to maintain an up-time of 99% on a monthly basis and must have back-up procedures in the event of severe systems problems (outage of more than four (4) continuous hours).

8.5
Web site development: The Offeror shall develop and host a web site for Bank staff to order items. With the assistance of the CM the Offeror will pre-populate certain fields with user selectable but non-modifiable values. Examples of the information are: delivery address; city, state, zip code, and mail stop numbers. Users shall only be able to specify delivery to defined locations. Users shall only be able to access the Bank’s web site from Bank locations. All connections must originate from the iadb.org internet domain. Connections from any other domain shall not be permitted.

8.6
Registration of New users: During the phase in process the Offeror shall accept an MS-Excel file from the Bank to auto create all the initial user accounts. Each user shall have their own account. This file will contain, but is not limited to: Bank user id, Organization Unit within the d Bank, Name, street address, room number, phone number. 

8.6.1
Ongoing registration of new users: Offeror shall develop a method of online registration for new users. The method shall allow for self registration for staff with valid user ids and in some occasion through the CM and the Offeror’s account representative assigned to the Bank. 
8.7
Web site security: Web site must use at a minimum 128 bit encryption for all web communication that will pass confidential information over the internet. Offeror must provide detailed information concerning proposed encryption methods.

8.7.1
Firewall. Offeror shall describe in detail the internal firewall used to protect the data stored at the host site.

8.7.2
Corporate Security Plan. Offeror shall submit a copy of their corporate information technology security plan that must detail the means, methods and procedures used to protect systems utilized by the Offeror.

8.7.3
The Bank’s Office of Information Security (OIS) will need to assess the security safe-guards on the Ordering or Data storage Environment. The Offeror shall be prepared to provide technical, operational, informational and physical security information necessary to satisfy OIS.
8.7.4
Aside from the architecture, OIS will need to scan the site on quality assurance environment and provide formal Security Accreditation before the ordering environment is in Production. Subsequent code changes will require additional scanning and accreditation. OIS will also periodically scan the Ordering or Data storage Environment in Production. As per the Bank’s Information Security policies, the Offeror is expected to remediate risk observations in a timely manner.

8.7.5
Offeror shall provide a high level of security and access control measures to prevent unauthorized access to the Ordering or Data storage Environment facilities and the servers.

8.7.6
Offeror shall provide state-of-the-art physical protection systems and related information security measures to protect the ordering environment, user data or any other related information or data transmitted through or stored on the Ordering or Data storage Environment servers, from unauthorized access. Offeror shall notify the Bank immediately of any known security breach, hole or incident that may compromise the confidentiality, integrity or privacy of the Bank user data or any other related data.

8.7.7
Offeror must respond immediately to remedy any known security breach. On notification from the Bank, Offeror must be able to immediately disable all or part of the functionality of the ordering environment should a security issue be identified. If some of the Ordering or Data storage Environment services are sub-contracted, the Offeror shall provide the necessary documentation ensuring that subOfferors follow all Bank information security requirements.

8.8
Information Security Requirements: Offeror(s) shall have and/or perform the following:

8.8.1   Documented information security policies and procedures.

8.8.2
Service delivery infrastructure must have been assessed under SAS 70 (Type 1 or 2) or otherwise independently audited.

8.8.3
Security background checks including but not limited to personal reference checks, employment record verification, and criminal background checks for its employees.

8.8.4 Documented business continuity plans.

8.8.5
Return all Bank information in its possession and irretrievably delete same from its systems upon termination of the contract.

8.8.6
Documented change, configuration, user access, and patch management procedures.

8.8.7 Use malicious code and/or virus protection systems.

8.8.8 Utilize systems to monitor the availability, usage and response time for applications.

8.8.9
Employ filtering technologies to isolate each customer's data and connectivity from others.

8.8.10
Employ physical access controls for data center(s) used to house service delivery infrastructure.

8.8.11
Use environmental protection controls and infrastructure to adequately protect systems holding Bank data.

8.8.12
Give the Bank permission to perform vulnerability scanning at the application and infrastructure layers using automated tools.

8.8.13
Collect, maintain, and make available to the Bank relevant security and access logs including server and security device logs (firewall/WAF).

8.8.14 All third parties that provide service delivery in connection with this engagement must have been adequately vetted by the Offeror(s).

8.8.15 Offeror’s QA environment must be successfully tested before selection.

8.8.16
Not undertake any action which could compromise the confidentiality, integrity or availability of Bank information or information systems.
8.8.17 Be Responsible for logical security of the infrastructure (i.e. user accounts and passwords to servers, databases, etc.) and will share that information only with designated Bank representatives.

8.8.18
Security team must immediately notify the Bank in the event of any incident that could potentially compromise the confidentiality, integrity or availability of Bank information or information systems.

8.8.19
Abide by the Bank's Offeror security provisions, procedures and standards on award of contract.

8.8.20
A confidentiality agreement must be part of the contract between the Offeror(s) and the Bank.

8.8.21
On notification from the Bank, the Offeror(s) must be able to immediately disable all or part of the functionality of the application should a security issue be identified.

8.8.22
No individuals other than those authorized by the Bank should be given access to Bank information.

8.8.23
Virus protection software used by the Offeror(s) on Ordering or Data storage Environment systems at Offeror(s)’ locations must be kept up-to-date.

8.8.24
System Administrators must maintain complete, accurate, and up-to-date information regarding the configuration of the Bank’s systems. This information must be made available to designated Bank staff.

8.8.25
A patch management process that includes testing patches before installation on the Bank’s systems. Patch notifications must be communicated to Bank units.

8.8.26
Host and network intrusion detection must be employed by Offeror(s) where Bank systems are located.

8.8.27
All changes to system configuration, services enabled, and permitted connectivity must be logged and the logs must be retained for a Bank prescribed period of time.

8.8.28
All activity which might be an indication of unauthorized usage or an attempt to compromise security measures must be logged for systems that process or store sensitive information.

8.8.29
Log files must be protected to ensure confidentiality and integrity.

8.8.30
The Bank reserves the right to periodically audit the Offeror(s) to ensure compliance with the Bank’s security policy and standards.

8.8.31
Business Continuity Plan should include a strategy for infrastructure and information continuity and periodic continuity testing. Offeror must submit the activity logs of their continuity test for Bank review.

8.8.32 
Disclose who among its personnel will have access to the Ordering or Data storage Environment.

8.8.33
Return all Bank information in its possession and irretrievably delete same from its systems upon termination of the contract.

8.8.34
Agree to adhere to the Bank’s information security policy for providers and Offerors performing services that require access to Bank information in the Ordering or Data storage Environment.

8.8.35
On an annual basis, Offeror(s) must provide the Bank with security vulnerability assessment reports conducted by a qualified independent auditor. The security vulnerability assessment report should cover applications supporting the Bank, as well as supporting databases, operating systems and network as applicable.

8.8.36
Assign a single point of contact for the resolution of information security related issues and notify the Sponsoring Business Unit and the Office of Information Security of the Bank in writing.

8.8.37
A Service Level Agreement must be a part of the contract between the Offeror(s) and the Bank, and should include the availability timeframe of services, contingency plans, timeframes for notification and recovery, problem escalation procedures, and scheduled maintenance times.

8.9
Technical Data: Offeror shall describe the method of development proposed for the web site. Description should include proposed language for development, sample screens for ordering and inquiry. 

SECTION 9.
DISASTER RECOVERY

9.1
Disaster Recovery Requirements:
The Bank requires that the Offeror be capable of continuing to provide service in accordance with the requirements of the contract in the event the Offeror’s normal place of business is threatened or devastated by a disaster or labor dispute. The Offeror should provide details of how their disaster recovery program would provide ongoing service on the contract.

SECTION 10. CUSTOMER SERVICE

10.1
Customer Service Representation:
The Offeror will provide customer service representation from 8:30 a.m. to 5:30 p.m., Eastern Standard Time, each working day, Monday through Friday. The responsibilities of the customer service team will include, but will not be limited to, the following:

Telephone Customer Service Representatives:

10.1.1
Answer customer queries from all end users. 

10.1.2
Coordinate pick up products or samples for custom jobs.

10.1.3
Assist in the returns process

10.1.4
Order of specialty items, as well as specialty products not available in their web-based product. 

10.1.5
Expedite orders.

10.1.6
Contact end users to verify large quantities on orders are accurate. For example, user needs 500 envelopes, but ordered 500 boxes. Educate them on how to order the correct quantity needed.

10.1.7
Expedite back orders.

10.1.8
There must be a customer service team trained to specifically handle Bank business. The team shall have a direct telephone number for Bank staff to use and contact one to two customer service coordinators. These coordinators are to be completely familiar with the Bank’s account. These coordinators must be pleasant, customer service oriented, responsive and proactive. If they do not demonstrate these qualities, the Bank has the right to have them replaced with other Offeror personnel, who will serve Bank clients appropriately. If Bank staff receives voice mail on their call, staff must receive a return call within 2 hours. 

10.1.9
There must be a direct telephone number (different than those given for the Bank at large) to the Bank CM, one designated Bank customer service coordinator. Calls from the Bank CM must be returned with 90 minutes.

10.1.10
Educate end users – step by step on all aspects of using the web based product.

Account Manager:

10.1.11
Offeror will assign an Account Manager to the Bank’s account, who is acceptable to the Bank’s CM. This Manager will spend a minimum of one hour twice a week with the CM, if requested. If the Offeror’s Account Manager is not acceptable to the CM, the Offeror will replace the person with another Account Manager acceptable to the CM. 

10.1.12
 Account Manager will meet with Bank staff on an as needed basis to review special requests, take samples, help source products and do special promotional product requests, etc.

10.1.13
Account Manager will be required to participate in monthly account business review meetings with CM, and Procurement staff, and pertinent members of Offeror’s management to be conducted at the Bank. The Offeror will write the minutes of all the meetings, and submit them to the CM for approval or revision. 

10.1.14
Account Manager will review needs/produce custom reports for the Bank with regard to office product purchases, product purchase analysis, cost center purchase analysis, etc.
Purchasing: 

10.1.15
Obtain price quotes from print vendors for custom stock products which need to be reordered.

10.1.16
Fax the price quote with suggested quantity and pricing to Bank CM for approval, followed by a telephone call to inform CM of the fax of how many pages have been sent (in case fax is not received, CM would be alerted).

10.1.17
After CM approves price quotes, Offeror must place purchase orders with the vendors and have the product delivered to Offeror’s warehouse for stocking.

10.1.18
At Bank’s request, Offeror will process one time (non-stocked) print or promotional orders. Again, obtaining price quotes, faxing results for approval and placing purchase orders.

10.1.19
Offeror will conduct semi-annual inventory of custom products to ensure accurate reporting.

10.1.20
Offeror will work with their Strategic Accounts and IS departments to maintain accurate contract information for all products.

All of these above services will be performed at no cost to the Bank. 

10.2
Key Personnel: Offeror shall supply personnel for the Bank’s account. The shall include the Account Manager, Delivery Staff Supervisor and the customer service coordinator effective on contract start date. Thereafter, those key personnel cannot be removed from serving Bank customers without written approval of the CM. 

10.3
Training: All Bank Transaction Processors (TPs), (approximately 100) must be trained on the use of the Offeror’s web based product and ordering procedures. The Bank will provide a large conference room/auditorium for Offeror to perform training sessions. The Offeror shall schedule additional training and demonstrations as needed for new staff. 

The phase-in plan shall address the specifics (number of sessions, specifics concerning the training program, etc.) of how the Offeror plans to train Bank staff on ordering office supplies. Bank staff located outside of the Washington headquarters will also require training. Offeror should present possible methods of training for staff located offsite.

All staff must understand how to order, understand where the unit of measure is shown in relationship to the cost of one item, etc, returns, credits, where to place “deliver to” (name and room number) when different than the requestor, if an item is on backorder and shipment status, etc. At the end of each demonstration, staff must be given a training guide and a quick reference guide for their desk. This handout must be customized by the Bank CM to ensure the clearest language for Bank staff. The training and handouts are to be free of charge to the Bank. 
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EXECUTIVE SUMMARY

The Organization of American States (OAS) is a public international organization with Headquarters located in Washington, DC. The OAS brings together the nations of the Western hemisphere to promote democracy, strengthen human rights, foster peace, security and cooperation and advance common interests. The origins of the Organization date back to 1890 when nations of the region formed the Pan American Union to forge closer hemispheric relations. This union later evolved into the OAS and in 1948, 21 nations signed its governing charter. Since then, the OAS has expanded to include the nations of the English-speaking Caribbean and Canada, and today all of the independent nations of North, Central and South America and the Caribbean make up its 35 member states. 


The OAS is entering into a multi-year, indefinite delivery and indefinite quantity (IDIQ) type
 contract with a firm specializing in the supply of office products. Offeror will: 

· Possess a progressive and proactive management.

· Provide value engineering to reduce costs to the OAS for office supplies.

· Provide innovative solutions to the work requirements that offer seamless delivery of services emphasizing simplicity to the staff member ordering supplies. 

· Demonstrate a commitment to quality standards and systems.

· Provide automated systems for management information, monitoring contract compliance.

· Assure quality and best-value throughout the process.

The approximate yearly volume indicators for the purchase of office supplies are: 432 orders placed annually, dollar volume of $143,600 annually, and 2,758 lines per order.

SECTION 1.
OVERVIEW

1.1
Goals:
The OAS’ overall goal is to continue to have a stockless program and maintain or improve service levels with a reduction to administrative and overall costs for this service.
1.2
General Requirements: The requirement is for the Offeror to maintain a general inventory of commercially available office supplies, as well as a wide range of non-contract office supply items (excluding most computer peripherals), and to make that inventory available to the OAS within 24 hours of a request. Orders should be delivered to the following location within 24 hours: 

	Building Name and Code
	Location in Washington, D.C.

	General Secretariat Building (GSB) 
	1889 F St., N.W.


SECTION 2.
ORDERING

2.1
Order Placement: The Offeror will be required to service orders from any authorized requester within the OAS. Orders will be submitted by users through Offeror’s customized web site for the OAS. Order placement will originate through the OAS eServices portal.

2.2
Ordering Capabilities: Orders which are completed through Offeror’s web site by 4:00 p.m. on one day are to be delivered to the OAS’ buildings the next business day. Offeror’s web based ordering system must have the capability for OAS staff to query the status of submitted orders. The web site shall be available seven days a week, twenty-four hours a day, for order placement and inquiry. The web site must be accessible worldwide for OAS staff. Staff should receive an email acknowledgement confirming that the order has been received and is being processed.

2.3
Catalogs: The Offeror is required to provide an office supplies catalog with pictures and descriptions of each item, both on paper and on their web site. Contract items will be available on demand through the Offeror’s web site (for additional information on web-based catalogs see paragraph 8.3), and should include photos of each item. These services shall be performed at no cost to the OAS.

SECTION 3.
INVENTORY

3.1
Standard Inventory: The standard inventory of office supply items which will form the basis of the contract will include, but not be limited to: all items from the Contract Price List as stated in Annex B of this contract; special OAS required office products; and generally commercial office supplies. Substitute or alternative products or items will not be accepted or allowed without clearance from OAS’ Program Manager (CM). 

3.2
Changes to Standard Inventory: The OAS must be responsive to changing requirements in the workplace and how these changes impact the standard item inventory either through changes to individual items, or by addition or deletion of items. 

3.3
Non-standard Inventory: In addition to the standard items described in paragraph 3.1, the Offeror will be required to provide “non-standard items,” excluding office technology equipment, and other items designated by the OAS. Non-standard items for inclusion in the contract must be approved by the OAS’ CM. All items found in Offeror’s catalog and not part of Standard Inventory shall be priced based upon the Percentage Discount Categories in Annex B of this contract.

3.4
Forms Management:
 The Offeror is not required to manage proprietary items for OAS.

3.5
Inventory Capabilities: The Offeror must have the following inventory capabilities:


3.5.1
OAS core items stocked to achieve 98% line fill.


3.5.2
Non-core items available to achieve 94% line fill.

3.6
Returns/Credits: The Offeror will accept returns on items against orders up to 30 days after the order has been received by the user. A credit for those items will be made to the purchase order or purchasing card used to place the original order. Returns will be coordinated through the Offeror’s customer service representatives. Returned items not meeting these criteria will be processed without credit. Returns shall be picked up at the OAS location where the returning the item(s) was delivered (see paragraph 1.2). Returns shall be picked up and processed at no cost to the OAS.

3.7
Backorders: In the event backorders occur, backordered items are required to be delivered within 72 hours of order placement. Billing for backordered items will be made after items have been delivered to the OAS. If an order is placed with only one line item, and that particular product is on backorder, the customer must be able to ascertain that information from the web site, or the Offeror must telephone the customer within 36 hours.

3.8
OAS Custom Item Units of Issue: The Offeror, with OAS’ CM’s approval, is authorized to change item unit of issue to provide the most efficient quantities for distribution.

SECTION 4.
CORPORATE SOCIAL RESPONSIBILITY

Pursuant to the “Inter-American program on the promotion of Women’s Human Rights and Gender Equity and Equality, the OAS procurement practices seek to promote opportunities for access and growth of minority, women, and disabled owned business enterprises (MWDBE). One of the objectives of this initiative is to increase the participation of MWDBE in OAS contracts by direct contracting and by working with OAS prime Contractors (first tier vendors) to help them expand their subcontracting of OAS related business to MWDBE firms (second tier). 

4.1
Recycling: In all instances, Offeror is encouraged to use recycled materials and content. 

4.2
To support the OAS’ environmental objectives, the Offeror will be responsible for identifying all items for which a “green” alternative exists in the market and making these items available on the Offeror’s web site for OAS staff. The OAS reserves the right to change any of the contract items, either exclusively, or in addition to “non-green” alternatives. All “green” items are to be clearly identified as such on the web site and in the product catalog. There is to be no cost to the OAS for these services.

SECTION 5.
DISTRIBUTION AND DELIVERY

5.1
Delivery Requirements (See paragraph 1.2 for Building Location): The delivery requirement is for orders completed by 4:00 p.m. to be delivered on the next business day to the OAS location. The order must have a delivery label with the following information:

· Offeror’s company name

· Name of the person who placed the order

· Telephone number of the person who placed the order

· Room number of the person who placed the order

· Offeror’s unique order number (this number shall be provided to the person who placed the order at the time the order is completed on the Offeror’s website)

· Offeror’s contact telephone number for customer service

· If the order has multiple pieces, the order must be labeled “1 of …..”

Any order not so labeled above may be rejected.

Orders shall be packed into lockable rolling cages or wrapped on pallets. The Offeror shall transport the cages and or pallets to the designated loading dock of the respective OAS building. OAS staff shall take possession of the delivery at the loading dock and make final delivery to the desktop of the designated OAS staff. 

All required information for the delivery label shall be provided to the Offeror during implementation.

The items may not be loose. Each delivery must be in a sealed box or envelope. OEM packaging is acceptable. 

SECTION 6.
BILLING

6.1
Billing Capabilities:
Users will charge orders against a purchase order and eventually against a purchasing card. When the OAS Purchasing Card Program be implemented, the OAS will provide to the Offeror all the necessary information. All orders are placed against purchase orders and eventually will be placed against a single purchasing card. Offeror must report level 3 data on all packages.

6.2
Credits: All credits for returns, damaged goods etc. shall be made to the purchase order or purchasing card used to place the original order.
SECTION 7.
MANAGEMENT REPORTING REQUIREMENTS

7.1
Quality Assurance Program: Quality is a prime concern of the OAS in providing this service. The supplier should be committed to a quality management program. The OAS, along with the Offeror, will focus on meeting or exceeding customer expectations, contract compliance, value analysis, price structures, developing strategies to handle future needs, evaluating performance and identifying areas for continued improvement. The Offeror will conduct a biannual client survey. The results of the survey will be reviewed with the Bank’s CM. The Offeror shall address concerns raised by the survey and by the Bank’s CM and implement solutions to address the concerns. 

7.2
Reporting Requirements: The Offeror will be responsible for providing the OAS with reports on all transactions. These reports would include all standard and non-standard item purchases and prices. Report formats must be approved by the OAS in advance of the first submission. Reports will include, but not be limited to, the following:


Monthly and Year to Date:

7.2.2
Number of orders and lines processed, broken down by type of order.

7.2.3
Order/line fill rate and number of backorders per month.

7.2.4
Delivery turnaround time.

7.2.5 
Credit and return detail.

7.2.6
OAS business unit detail.

7.2.7
Number of orders and lines processed, broken down by type of commodity, such as: dated products, filing supplies, loose leaf office supplies, office equipment, office supplies, paper products, portfolio cases, printing, promotion products, toner, writing instruments and other products. 

7.2.8
Item order history summary.

Quarterly and Year to Date:

7.3.1
The Offeror will be responsible for providing the OAS with reports for inventory control purposes and to measure other buying trends. Reports will include but not be limited to the following:

7.3.2
Utilization of recycled products (including Cost Center summary information). Total monies spent on recycled, green products and the percentage that represents of total OAS sales.

7.3.3
 General reports of products purchased. 

SECTION 8.
SYSTEMS REQUIREMENTS

8.1
General: The OAS’ requirement is that systems communications with the Offeror will be through the Offeror’s web site. The internet site must be compatible with Microsoft Internet Explorer. 

8.2
Billing: The Offeror will accumulate data on all completely satisfied orders and invoice the OAS or Purchasing Card Company the appropriate amount. Credits will be made to the appropriate Purchase Order or Purchasing Card from any returns or adjustments. The Offeror shall be responsible for the integrity of the data until it reaches the OAS or the OAS’ P-card vendor. It shall be the responsibility of the Offeror to re-create any missing data from the data feed. The OAS shall not be responsible for payment of charges that do not have complete data. 

When the OAS Purchasing Card Program is implemented, the OAS will use a single p-card for all Goods purchased through the website. 

The Offeror will be required to maintain a list of accounting codes that users will be able to select for each order. 

The Offeror shall be required to pass the accounting information back to the OAS as part of the level 3 information. The accounting information may be up to a 7 digit code. Each order must contain a unique order number for tracking purposes. Any returns and or credits must reference the original order number and accounting information.

The Offeror shall be responsible for the integrity of the data until it reaches the OAS or OAS’ P-card vendor. 

8.3
Catalogs: The OAS requires a web-based catalog for all items which will include the item number, full description, price information and unit of issue. It will be available to the staff through the Offeror’s web site. The Offeror will make all changes to their web based catalog. The OAS CM may require the Offeror to block items from ordering without further review or approval. 

8.4
System Operation: The Offeror’s Web page ordering system is expected to be in operation 24 hours a day 7 days a week. Offeror shall notify the OAS 7 days in advance of any scheduled down time. The Offeror is expected to maintain an up-time of 99% on a monthly basis and must have back-up procedures in the event of severe systems problems (outage of more than four (4) continuous hours).

8.5
Web site development: The Offeror shall develop and host a web site for OAS staff to order items. With the assistance of the Bank’s CM the Offeror will pre-populate certain fields with user selectable but non-modifiable values. Examples of the information are: delivery address; city, state, zip code, and mail stop numbers. Users shall only be able to specify delivery to defined location. 

8.6
Registration of New users: During the phase in process the Offeror shall accept an MS-Excel file from the OAS to auto create all the initial user accounts. Each user shall have their own account. This file will contain, but is not limited to: OAS user id, Department/Unit within the OAS, Name, street address, room number, phone number. The login id for the web site must be the OAS user id.

8.6.1
Ongoing registration of new users: Offeror shall develop a method of online registration for new users. 
8.7
Web site security: Web site must use at a minimum 128 bit encryption for all web communication that will pass confidential information over the internet. Offeror must provide detailed information concerning proposed encryption methods.

8.7.1
Firewall. Offeror shall describe in detail the internal firewall used to protect the data stored at the host site.

8.7.2
Corporate Security Plan. Offeror shall submit a copy of their corporate information technology security plan that must detail the means, methods and procedures used to protect systems utilized by the Offeror.

8.7.3
The OAS’ Department of Information and Technology Services (DOITS) will need to assess the security safe-guards on the Ordering or Data storage Environment. The Offeror shall be prepared to provide technical, operational, informational and physical security information necessary to satisfy DOITS.

8.7.4
Aside from the architecture, DOITS will need to scan the site on quality assurance environment and provide formal Security Accreditation before the ordering environment is in Production. Subsequent code changes will require additional scanning and accreditation. DOITS will also periodically scan the Ordering or Data storage Environment in Production. As per OAS Information Security policies, the Offeror is expected to remediate risk observations in a timely manner.

8.7.5
Offeror shall provide a high level of security and access control measures to prevent unauthorized access to the Ordering or Data storage Environment facilities and the servers.

8.7.6
Offeror shall provide state-of-the-art physical protection systems and related information security measures to protect the ordering environment, user data or any other related information or data transmitted through or stored on the Ordering or Data storage Environment servers, from unauthorized access. Offeror shall notify the OAS immediately of any known security breach, hole or incident that may compromise the confidentiality, integrity or privacy of WBG user data or any other related data.

8.7.7
Offeror must respond immediately to remedy any known security breach. On notification from OAS, Offeror must be able to immediately disable all or part of the functionality of the ordering environment should a security issue be identified. If some of the Ordering or Data storage Environment services are sub-contracted, the Offeror shall provide the necessary documentation ensuring that subcontractors follow all OAS information security requirements.

8.8
Information Security Requirements: Offeror(s) shall have the following:

8.8.38 Documented information security policies and procedures.

8.8.39 Service delivery infrastructure must have been assessed under SAS 70 (Type 1 or 2) or otherwise independently audited.

8.8.40 Security background checks including but not limited to personal reference checks, employment record verification, and criminal background checks for its employees.

8.8.41 Documented business continuity plans.

8.8.42 Return all OAS information in its possession and irretrievably delete same from its systems upon termination of the contract.

8.8.43 Documented change, configuration, user access, and patch management procedures.

8.8.44 Use malicious code and/or virus protection systems.

8.8.45 Have systems to monitor the availability, usage and response time for applications.

8.8.46 Employ filtering technologies to isolate each customer's data and connectivity from others.

8.8.47 Employ physical access controls for data center(s) used to house service delivery infrastructure.

8.8.48 Use environmental protection controls and infrastructure to adequately protect systems holding OAS data.

8.8.49 Give the OAS permission to perform vulnerability scanning at the application and infrastructure layers using automated tools.

8.8.50 Collect, maintain, and make available to the OAS relevant security and access logs including server and security device logs (firewall/WAF).

8.8.51 All third parties that provide service delivery in connection with this engagement must have been adequately vetted by the Offeror(s).

8.8.52 Offeror’s QA environment must be successfully tested before selection.

8.8.53 Not undertake any action which could compromise the confidentiality, integrity or availability of OAS information or information systems.

8.8.54 Responsible for logical security of the infrastructure (i.e. user accounts and passwords to servers, databases, etc.) and will share that information only with designated OAS representatives.

8.8.55 Security team must immediately notify the OAS in the event of any incident that could potentially compromise the confidentiality, integrity or availability of OAS information or information systems.

8.8.56 Abide by the OAS’ Offeror security provisions, procedures and standards on award of contract.

8.8.57 A confidentiality agreement must be part of the contract between the Offeror(s) and the OAS.

8.8.58 On notification from the OAS, the Offeror(s) must be able to immediately disable all or part of the functionality of the application should a security issue be identified.

8.8.59 No individuals other than those authorized by the OAS should be given access to OAS information.

8.8.60 Virus protection software used by the Offeror(s) on Ordering or Data storage Environment systems at Offeror(s)’ location must be kept up-to-date.

8.8.61 System Administrators must maintain complete, accurate, and up-to-date information regarding the configuration of the OAS’ systems. This information must be made available to designated OAS staff.

8.8.62 A patch management process that includes testing patches before installation on the OAS’ systems. Patch notifications must be communicated to OAS units.

8.8.63 Host and network intrusion detection must be employed by Offeror(s) where OAS systems are located.

8.8.64 All changes to system configuration, services enabled, and permitted connectivity must be logged and the logs must be retained for an OAS prescribed period of time.

8.8.65 All activity which might be an indication of unauthorized usage or an attempt to compromise security measures must be logged for systems that process or store sensitive information.

8.8.66 Log files must be protected to ensure confidentiality and integrity.

8.8.67 The OAS reserves the right to periodically audit the Offeror(s) to ensure compliance with the OAS’ security policy and standards.

8.8.68 Business Continuity Plan should include a strategy for infrastructure and information continuity and periodic continuity testing. Offeror must submit the activity logs of their continuity test for OAS review.

8.8.69 Disclose who among its personnel will have access to the Ordering or Data storage Environment.

8.8.70 Irretrievably erase all OAS information prior to the disposal of equipment storing such information.

8.8.71 Agree to adhere to the OAS’ information security policy for providers and Offerors performing services that require access to OAS information in the Ordering or Data storage Environment.

8.8.72 On an annual basis, Offeror(s) must provide the OAS with security vulnerability assessment reports conducted by a qualified independent auditor. The security vulnerability assessment report should cover applications supporting the OAS, as well as supporting databases, operating systems and network as applicable.

8.8.73 Assign a single point of contact for the resolution of information security related issues and notify the Sponsoring Business Unit and the Office of Information Security of the OAS in writing.

8.8.74 A Service Level Agreement must be a part of the contract between the Offeror(s) and the OAS, and should include the availability timeframe of services, contingency plans, timeframes for notification and recovery, problem escalation procedures, and scheduled maintenance times.
8.9
Technical Data: Offeror shall describe the method of development proposed for the web site. Description should include proposed language for development, sample screens for ordering and inquiry. Offeror shall include resumes of staff proposed to construct and maintain the web site.

SECTION 9.
DISASTER RECOVERY

9.1
Disaster Recovery Requirements: The OAS requires that the Offeror be capable of continuing to provide service in accordance with the requirements of the contract in the event the Offeror’s normal place of business is threatened or devastated by a disaster or labor dispute. The Offeror should provide details of how their disaster recovery program would provide ongoing service on the contract.

SECTION 10. CUSTOMER SERVICE

10.1
Customer Service Representation: The Offeror will provide customer service representation from 8:30 a.m. to 5:30 p.m., Eastern Standard Time, each working day, Monday through Friday. The responsibilities of the customer service team will include, but will not be limited to, the following:

Telephone Customer Service Representatives:

10.1.1 Answer customer queries from all end users. 

10.1.2 Coordinate pick up products or samples for custom jobs.

10.1.3 Assist in the returns process.

10.1.4 Order of specialty items (stationery and rubber stamps), as well as specialty products not available in their web-based product. 

10.1.5 Expedite orders.

10.1.6 Contact end users to verify large quantities on orders are accurate. For example, user needs 500 envelopes, but ordered 500 boxes. Educate them on how to order the correct quantity needed.

10.1.7 Expedite back orders.

10.1.8 There must be a customer service team trained to specifically handle OAS business. The team shall have a direct telephone number for OAS staff to use and contact three to four customer service coordinators. These coordinators are to be completely familiar with the OAS’ account. These coordinators must be pleasant, customer service oriented, responsive and proactive. If they do not demonstrate these qualities, the OAS has the right to have them replaced with other Offeror personnel, who will serve OAS clients appropriately. If OAS staff receives voice mail on their call, staff must receive a return call within 2 hours. 

10.1.9 There must be a direct telephone number (different than those given for the OAS at large) to the OAS CM, for these 3 to 4 designated OAS customer service coordinators. Calls from the OAS CM must be returned with 90 minutes.

10.1.10 Educate end users – step by step on all aspects of using the web based product.

Account Manager:

10.1.11 Offeror will assign an Account Manager to the OAS’ account, who is acceptable to the OAS’ CM. This Manager will spend a minimum of one hour twice a week with the Bank’s CM, if requested. If the Offeror’s Account Manager is not acceptable to the Bank’s CM, the Offeror will replace the person with another Account Manager acceptable to the Bank’s CM. 

10.1.12 Account Manager will meet with OAS staff on an as needed basis to review special requests, take samples, help source products and do special promotional product requests, etc.

10.1.13 Account Manager will be required to participate in monthly account business review meetings with CM, OAS Systems, Accounting and Procurement staff, and pertinent members of Offeror’s management to be conducted at the OAS. The Offeror will write the minutes of all the meetings, and submit them to the Bank’s CM for approval or revision. 

10.1.14 Account Manager will review needs/produce custom reports for the OAS with regard to office product purchases, product purchase analysis, cost center purchase analysis, etc.

Purchasing: 

10.1.15 Obtain price quotes from print vendors for custom stock products which need to be reordered.

10.1.16 Fax the price quote with suggested quantity and pricing to OAS CM for approval, followed by a telephone call to inform CM of the fax of how many pages have been sent (in case fax is not received, CM would be alerted).

10.1.17 After CM approves price quotes, Offeror must place purchase orders with the vendors and have the product delivered to Offeror’s warehouse for stocking.

10.1.18 At OAS’ request, Offeror will process one time (non-stocked) print or promotional orders. Again, obtaining price quotes, faxing results for approval and placing purchase orders.

10.1.19 Offeror will conduct semi-annual inventory of custom products to ensure accurate reporting.

10.1.20 Offeror will work with their Strategic Accounts and IS departments to maintain accurate contract information for all products.

All of these above services will be performed at no cost to the OAS. 

10.2
Key Personnel: Offeror shall supply personnel for the OAS’ account. The Offeror shall include the Account Manager and the customer service coordinator effective on contract start date. Thereafter, those key personnel cannot be removed from serving OAS customers without written approval of the Bank’s CM. 

10.3
Training: All OAS Transaction Processors (TPs), (approximately 100) must be trained on the use of the Offeror’s web based product and ordering procedures. The OAS will provide a large conference room/auditorium for Offeror to perform training sessions. The Offeror shall schedule additional training and demonstrations as needed for new staff. 

The phase-in plan shall address the specifics (number of sessions, specifics concerning the training program, etc.) of how the Offeror plans to train OAS staff on ordering office supplies.

All staff must understand how to order, understand where the unit of measure is shown in relationship to the cost of one item, etc, returns, credits, if an item is on backorder and shipment status, etc. At the end of each demonstration, staff must be given a training guide and a quick reference guide for their desk. This handout must be customized by the OAS CM to ensure the clearest language for OAS staff. The training and handouts are to be free of charge to the OAS.
Part D

Statement of Work

of

The Pan American Health Organization (PAHO)

The Pan American Health Organization, Regional Office for the Americas of the World Health Organization (“PAHO/WHO”), located at 525 Twenty‑third Street, N.W., Washington, D.C. 20037-2895, United States of America; and Office Max (hereinafter “Offeror”), located at 6745 Business Parkway, Elkridge, Maryland 21075, hereby agree to the following:
The Offeror agrees to provide the following services (the “Services”) to PAHO/WHO in accordance with the stages or phases of execution specified herein and in conformity with the terms and conditions of this Statement of Work.
Section 1. Ordering

1.1 Provision of standardized PAHO-HQ office supplies and original toner cartridges.
1.2 Provide PAHO with next day delivery to PAHO’s Headquarters in Washington, D.C. of all orders placed before 5:00 p.m. through PAHO eServices portal.
1.3 The Offeror is required to provide an office catalog for all items which will include the item number, full description and unit of issue on his website and on paper. The catalog will be available to all PAHO Staff through the Offeror’s website, with current pricing. PAHO Staff can only search this catalogue but will not be able to order from it. The only authorized personnel to place orders are the GSO General Service Assistants in charge. These services shall be performed at no cost to PAHO.
Section 2. Inventory

2.1 The Offeror must have the following inventory capabilities:
· Institution’s core items stocked to achieve 98% line fill.

· Non-core items available to achieve 94% line fill.

2.2 The standard inventory of office supply items which will form the basis of the contract will include, but not be limited to: all items from the Contract Price List as stated in Annex B of this contract; special PAHO required office products; and custom PAHO items and generally commercial office supplies. Substitute or alternative products or items will not be accepted or allowed without clearance from PAHO’s GSO General Services Assistants in charge. 
2.3 All return requests must be picked-up and processed within 3 to 6 days. The Offeror will accept returns on items against orders up to 30 days after the order has been received by the user. A credit for those items will be made to the Corporate Credit Card or Purchase Order used to place the original order.
Distribution and Delivery 

3.1 Services should include desk to desk deliveries at no additional cost. PAHO deliveries should be assigned to one Offeror’s delivery staff. Additionally, two back-ups will be assigned to support this person when on annual leave or sick leave.
Section 3. Billing

4.1 Billing will be submitted bi-weekly on Net 30 day terms.
4.2 Summary billing will be divided by department, with specific invoice and PO numbers.
Section 4. Management Reporting Requirements 
5.1 A quarterly report should be provided including item sales by unit and by item quantity, monthly expenditures, most requested items, toner cartridges, items purchased from GSO contract items/core list, etc. It is important to include in the report the toner cartridges usage by department, quantity and indicate how many color and black & white were purchased. Additionally, a detailed end of year report should be provided, including monthly expenditures by department, by month and year total. 

� This type of contract pertains to multi-year contracts for support services where delivery requirements are not certain. The Offeror must be able to provide acceptable deliverables at the time and place specified in each order at the agreed price within any established ordering limits.


� This type of contract pertains to multi-year contracts for support services where delivery requirements are not certain. The Offeror must be able to provide acceptable deliverables at the time and place specified in each order at the agreed price within any established ordering limits.


� This type of contract pertains to multi-year contracts for support services where delivery requirements are not certain. The Offeror must be able to provide acceptable deliverables at the time and place specified in each order at the agreed price within any established ordering limits.
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